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1. Introduction
The goal of this lab is to familiarize the students with designing sequential circuits especially finite state machines (FSM). From this lab, students are expected to obtain the capability of modeling real-world events with FSMs, drawing state transition diagrams, designing next-state logics as well as sequential state transition circuits. 
In the design process, students are required to model with FSMs, code in VHDL, simulate with Modelsim and finally verify on the board with peripherals. 
2. Preparations
Self-preparation after lectures is necessary to arrive at a good result with a happy lab time. Students are suggested: 
· To review the lecture slides and get familiar with FSMs. 

· To understand the example in lecture slides on how to draw state transition diagrams. 

· To understand and grasp the approach to describe FSMs in VHDL.

· To further get familiar with relevant softwares for simulation and implementation. 
3. Lab

In the following lab items, students are expected to design a coded lock. It might be a challenge, but with a lot of fun. 

Event description: Code locks are practical things in our daily life. For security reasons, only the persons who know the password and can correctly input the password, are able to open the lock and get access. In this lab, we will design a simplified coded lock on the development board. 
Implementation on boards: To simplify the design, we do not use the buttons, but use the switches as the input keyboard. On the board, we have four switches named SW0 – SW3. They stand for four numbers 0 – 3 as inputs. In this lab, we will design a four-digit coded lock. Users input from 0 to 3 digit by digit, and after they have enabled all 4 digits in a correct sequence, the lock can be opened. Otherwise it keeps locked, or even may generate a warning for illegal operations. In this lab, we fix the password (the sequence to enable four switches) as 3-1-2-0. 
To represent whether the lock is opened or not, we will use one LED to represent the status. On the board, LD0 is the output sign. When correctly coded, the lock is opened and LD0 will be on. Otherwise it keeps off. 

The lock has also one reset input, which is used to reinitialize the state when users notice the wrong code that they input or users want to lock it again after the lock is opened. You may freely choose any rest switch or button for the reset pin. 
Additional functions are also preferred in the lab, such as the generation of warning signals after 3-times wrong inputs, adjustable passwords, etc.. Bonus of 10% for each additional function will be given if they are checked to be correct. 

Students may choose freely Mealy machine or Moore machine to model the coded lock. Both are possible to describe the event, if a correct state transition diagram may be obtained. 

Questions: 

1. Which state machine type are you using, Mealy or Moore?
2. State transition diagram (refer to the lecture slides as examples): 

3. Modelsim simulation waveform: (It would be nice if you verify your design with simulation before real implementation on the board, because simulation is more convenient to find out the design bug and modify. If you can provide the simulation screen captures to demonstrate the correct functionality of your design, bonus of 10% will be given. )

4. Hardware Implementation and On-board Verification
5. Please attach your source code in the Appendix 

Appendix A: (attach your source code here)
