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MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER

Forword
During the 10th century the Danish Viking king Harald Blåtand ruled in Scandinavia. He is remembered
for his excellent communication skills which lead to the uniting of Norway and Denmark. When the idea of
a technology that would unite data- and telecommunication was born it was named Bluetooth after Harald
Blåtand1.

At first Bluetooth was intended as a wire replacement for computers, headset, and cellular telephones.
However, the technology has also turned out to be appropriate for industrial applications. The Industrial
Development Centre in Olofström has developed a measurement logger which collects information from a
number of sensors (e.g. temperature, pressure, etc.). The information from these is sent wirelessly with the
Bluetooth technology to, for instance a computer that handles them in an appropriate way.

Between the computer and logger there could be sources of interference that have negative effects on the
effective data rate, i.e. how many measurement values can be transmitted during a certain amount of time.
The measurement values can be sent immediately by the logger or stored in the logger’s buffer and then
send in larger groups, experiments has shown that the size of these groups will affect the data transfer rate
- especially if there is interferences.

In this master’s thesis the Bluetooth Logger’s effective data transfer rate was examined though a number
of computer simulations and experiments with or without buffering and with different kinds logger settings
and with interferences. The results of these measurments were used to define a model for the Bluetooth
Logger’s data communication and to construct a simulation program that developers can use in a flexible
way of evaluating the operation of a measurement system based on this Bluetooth logger

1Blåtand is Danish for Bluetooth
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Förord
På 900-talet regerade den danska vikingakungen Harald Blåtand. Han blev känd för att genom sin goda
förmåga att föra dialog lyckades förena Norge och Danmark. När idén föddes om en trådlös teknologi som
skulle förena data- och telekommunikations branschen fick det namnet Bluetooth2 efter just Harald Blåtand.

Bluetooth var initialt avsett som kabelersättare för datorer, headset och mobiltelefoner. Med tiden
har det emellertid visat sig att teknologin lämpar sig väl för industriella tillämpningar. Industriellt
Utvecklingscentrum i Olofström har utvecklat en mätvärdeslogger som samlar information från ett antal
mätare (exv. temperatur, tryck, etc.). Informationen från dessa skickas sedan trådlöst med Bluetooth
teknologin till exv. en dator där de tas om hand på lämpligt sätt.

Mellan datorn och loggern kan det finnas störningar som har negativa effekter på den effektiva dataöver-
föringshastigheten, dvs. på antalet mätvärden som kan skickas över på en viss tid. Om mätvärdena skickas
direkt de kommer in i loggern, eller om de mellanlagras och skickas i skurar och i så fall hur stora skurarna
skall har genom experiment visat sig ha direkt att påverka datahastigheten. Speciellt då det förekommer
störningar.

I det här examensarbetet kommer den effektiva datahastigheten att undersökas med en rad datorsimuleringar
och experiment med eller utan mellanlagringar och med eller utan störningar. Resultatet från dessa
simuleringar och experiment ska ligga till grund för en modell som beskriver dataöverföringen för Bluetooth
mätvärdesloggern samt konstruktionen av ett simuleringsprogram som utvecklare kan använda för att
konstruera sina trådlösa mätsystem.

2Bluetooth betyder på svenska Blåtand
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Abstract
Industrial Development Centre (IUC) in Olofström inc. has constructed a measurement value logger
which can sample values from eight channels, buffer them and then send them wireless with the Bluetooth
technology to e.g. a computer.

In this thesis the data transfer rate, i.e. the number of values per second has been studied for different
logger settings and when there are interferences in the Bluetooth traffic. How Bluetooth is affected by
interferences has been studied with a number of experiments performed at IUC’s RF-damped Faraday’s
cage.

The thesis provides a model for this Bluetooth logger. The model extends the existing simulation system
NS2-UCBT with a “logger protocol”. NS2-UCBT was also extended to better support modeling of losses
(due to Bluetooth channel impairments) and for the model of these losses to be based on experiments. The
resulting simulation program allows developers to construct and evaluate a measurement system utilizing
such a Bluetooth logger. Using the simulation model, the data rate measured in samples per second was
examined for the logger. The simulations shows that optimizing the logger’s configuration will improve
that data rate considerable.

This report contains: a summary of the problem and earlier research, an explanation of the simulation
system and the simulation program, comparisons between simulations and experiments, some conclusions,
and proposes future work in this area.

Keywords: Bluetooth, simulations, NS2-UCBT, Logger, buffer and interferences.

Magnus Karlsson iii 12th April 2005



MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER

Sammanfattning
Industriellt Utvecklings Centrum (IUC) i Olofström AB har tagit fram en mätvärdeslogger som kan
sampla värden från åtta kanaler, mellanlagra dem och skicka dem till exv. en dator trådlöst med Bluetooth
teknologin.

I det här examensarbetet har överföringshastigheten, dvs antal mätvärden per sekund studerats för olika
inställningar på loggern och då det förekommer störningar i Bluetooth trafiken. Hur Bluetooth påverkas av
störningar har undersökts genom en rad experiment i IUC’s RF-dämpade skärmlabb.

Arbetet har lett fram till en modell för mätvärdesloggern och ett simuleringsprogram som gör det möjligt
för utvecklare att konstruera och utvärdera sina mätsystem med mätvärdes logger. Modellen använder
det befintliga NS2-UCBT simuleringssystemet utvidgat med ett “logger protokoll”, mer utvecklad för-
lusthantering än NS2-UCBT i grundutförandet erbjuder och flexibel förlusthantering baserad på experiment.
Med simuleringsmodellen undersöktes loggerns datahastighet i sampel per sekund. Simuleringarna visa att
genom att förbättra loggerns konfiguration kan avsevärt högre datahastighet nås.

Den här rapporten innehåller: en sammanfattning av problemställningen och tidigare forskning, en
beskrivning av simulationssystemet och simulationsprogrammet, jämförelser mellan simuleringar och
experiment, en del slutsatser, och förslag på framtida arbete i området.

Nyckelord: Bluetooth, simulering, NS2-UCBT, logger, buffer och störningar.
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MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER 1 INTRODUCTION

1 Introduction
To state the effective data transfer rate between two Bluetooth devices based on existing theoretical models
is difficult today. How can one guarantee that a computer with a Bluetooth interface connected to one or
several Bluetooth equipped logging devices actually receives all necessary information from the logging
devices in a bounded time? If for instance some device needs to resend a packet because of some
interference in the transmission, the effective data transfer rate will decrease. Thus one cannot rely on
that the maximum rate stated by the Bluetooth protocol actually being achieved; only that it will not be
exceeded.

This master’s thesis will focus on an investigation of methods /models for effective and fast data transfer
between a computer with a Bluetooth interface and Bluetooth equipped logging devices (with focus on
the BlueCenter/IUC DL141E). The main goal is to optimize the logger settings for different measurment
settings.

The BlueCenter/IUC DL141E has eight single or four differential input channels and can work as an
ordinary logger (see 2.4). Data can be transferred after manual data collection or continuous/intermittent
logging of values can be collected automatically. The experimental and theoretical investigations will focus
on the BlueCenter/IUC DL141E, but most of the results will be applicable to any Bluetooth data source
device. Details of the BlueCenter/IUC logger can be found in section 2.4.

The aspects that should be considered when considering Bluetooth data transfer rate optimization and
qualification in this thesis are:

� Environment : where are the equipment located? A damp environment for example and will increase
the number of packets that needs to be resend. While lot of sheet metal walls will increase the range of
the network because they will bounce on the sheet metal and it will also shield other areas. Resending
of packets will reduce the effective transfer rate. Are there any sources of interference? Examples
of interferences could be: other wireless devices, welding equipment, micro wave ovens and heaters,
wireless LANs (WLANs) etc. Other Bluetooth networks will also interfere. For instance if a logger is
connected to a computer in a workshop there could be interference from Bluetooth equipped cellular
telephone. Interferences has been studied in this thesis by performing experiments in IUC’s faradays
cage.

� The logger buffer : the size of buffer in the logging device could effect the effective data transfer
rate in many aspects. Should the buffer be filled before its values are collected or should a value be
sent immediately? Different approaches should probably be used depending on the size of the buffer
and how many channels are being filled. It is also crucial to decide upon the average maximum delay
from when a value is put in the buffer until it has reached the Bluetooth connected computer. The
buffer’s effect on the data transfer rate and measured output under different buffer strategies is the
main topic of this thesis.

� Packet type : the Bluetooth protocol [1] supports a number of different types of packets. Which of
these supply the most effective data transfer rate in a given environment? If a large packet is received
properly the data rate will most certainly be higher than if a small packet is received properly. On
the other hand, loss of a large packet will cost more than loss of a small packet with respect to data
transfer rate.

� Network size : how will the effective data rate be effected as the piconet grows in size? What
different approaches can be used when constructing larger networks? In a piconet with one master
connected to several slaves the scheduler decides which slave gets to transmit next. Because the
master does not know if the slaves have something to send, the choice of scheduling algorithm will
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have a great effect on effective data transfer rate at different scenarios. There are additional aspects
when considering large network sizes; however, most of them are out of the scope for this thesis.

Theory, experiments, and simulations were used to define and validate a model of Bluetooth Logger’s
data transfer rate in various settings (i.e., under various conditions). See figure 1. The experiments were

Theory Simulation Experiment
Model for Bluetooth

Logger communication.

Figure 1: The thesis workflow

facilitated by the availability of first class measurement equipment for both data traffic and RF signals in a
Faraday cage (i.e., a RF screened measurement chamber (see section 3.1). Thus the measurements should
have a high degree of reproducibility and traceability. For more information about the measurements see
section 3. The simulations were performed by augmenting the existing Bluetooth model for the simulation
system NS2 [2] with the UCBT [3] extension (see section 4.1). An example of how the model is constructed
could be the following workflow:

1. A simulation is performed where one Bluetooth equipped computer sends some data to another
Bluetooth equipped computer (see figure 2). This simulation use the underlying Bluetooth data
transfer model.

OK Cancel

BT BT

1MB
Textfile

Simulation

Figure 2: Simulation example

2. An experiment is performed that resembles the simulation, i.e. a computer with a Bluetooth radio
sends some data to another Bluetooth equipped computer (see fig 3). The experiments are performed
in a Faraday cage (see section 3.1).

3. The results from the simulations are compared with the results from the experiments.

4. The simulation model is adjusted (or experiment changed if necessary) until the simulation and
experiment provide the same result.
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Figure 3: Experiment example

5. Add the parameters determined from this simulation to the model.

Once the experiment and the simulation provide the same result (if that is possible) one can add a noise
source and redo steps 1-5 with the new scenario, etc.

As the work proceeds more and more parameters will be verified and added to the model. To allow
flexible simulations for a common user a program (written in java) that uses the model to simulate the
communication of the logger. This program can be used to compare different logger settings to see which
performs the best. It could also be used to examine if a desired system configuration could actually be
performed with the desired properties, i.e. meet the delay bounds. Finally some of the DL141E’s properties
could be changed to examine if a different logger construction would perform better (see section 6).

The work in this thesis is the foundation of a project to characterize both the logger and Bluetooth data
traffic in general. The work will hopefully be continued via other projects, master’s thesis, etc. at IUC
Olofström for many years (see section 7.2). The theory described in this report (mostly in section 2) covers
more than the current model. Thus the theory should form a basis for further work on this subject.

To summarize, this thesis provides:

1. A background to the thesis and the subject (see section 2). This background contains several
references to articles, etc in the subject and would be the first thing that one should read if one
were about to continue with some of the topics for this thesis.

2. A simulation model that is an extension of NS2-UCBT (see section 4). The model uses results from
experiments to handle interference in traffic in a flexible way (see section 5.2.2).

3. A user friendly program (see section 5) that allows a developer to perform simulations where different
parameter settings could be compared in different environments, i.e. with different interferences.
These simulations can help the developer to optimize the measurement system and to see if a desired
system could be accomplished.

4. Results from a number of experiments (see section 6) with settings as the ones possible with the
Dl141E and with settings other than those that are inside the frames of the DL141E.

5. Conclusions from the experiments and several proposals on further works related to this subject (see
section 7).
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2 Background
This section gives a overview of topics that are of relevant for this master’s thesis. First there is a short
introduction to Bluetooth ��� . The Bluetooth Overview is followed by a section, Buffer which gives some
background as to why adding a buffer to a measurement logger is crucial for achieving high transfer speeds
and reliability. In the section Data Throughput different aspects concerning Bluetooth data transfer rate are
described. The section BlueCenter/IUC’s DL141E will describe the measurement value logger DL141E.

2.1 Bluetooth Overview
This section presents a brief overview of Bluetooth, embracing those parts that are of special interest for
this master’s thesis. For readers with further interest there are a number of more thorough Bluetooth
descriptions; [1, 4, 5].

Bluetooth is a wireless technology designed to replace short cables. Bluetooth would typically be used
to replace cables between a cellular telephone and headset, a cellular telephone and a computer, or between
a computer and mouse/keyboard. The Bluetooth trademark belongs to the Bluetooth Special Interest Group
(SIG) [1] who defined the Bluetooth protocol stack. The basic protocols in the Bluetooth protocol stack are:
Baseband Protocol which is responsible for framing, flow control, timeout mechanisms, and medium access
control, Link Manager Protocol (LMP) which manages the link state and the power control, and the Logical
Link Control and Adaptation Protocol (L2CAP) which is a data link level protocol which operates in both
connection oriented and connectionless modes and is responsible for packet multiplexing, segmentation,
and reassembly. All of the above utilize a radio based physical layer.

Bluetooth operates in the 2.4 GHz Industrial, Scientific and Medical (ISM) band. There are a lot of
other wireless devices that also use this ISM band, these can lead to interference. To reduce the effects of
interference Bluetooth divides the 2.400 - 2.4839GHz spectra into 79 channels3 and uses a fast frequency
hopping strategy with 1 600 hops/s (625 � s/hop) between these channels.

Bluetooth offers two data link layer transmission services:

� Asynchronous Connectionless (ACL) service for data transmissions. This service utilizes an
automatic repeat request (ARQ) algorithm in which packets are retransmitted until a positive
acknowledgment is received by the sender. This will ensure that the packet has not been lost during
transmission.

� Synchronous Connection Oriented (SCO) service for real-time applications, especially voice. This
is a symmetric point-to-point service in which the master transmits during reserved slots and the
selected slave responds in the following slot.

ACL supports six types of packets which are 1, 3, or 5 slots long (see table 1). Note that all packets are
followed by a reply packet thus the effective number of slots are 2, 4, or 6. Some modes support Forward
Error Correction (FEC).

Bluetooth networks are built in two ways:

1. A master connects from one to seven slaves, forming a so-called piconet (see figure 4).

2. A Bluetooth device acting as slave in one net and master in another can bridge packets from one
piconet to another. These Bluetooth devices form a so-called scatternet (se figure 5).

3The number of channels which can be used varies by country.
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Packet FEC encoded Number of bytes of
type occupied data

slots
DM1 YES 1 17
DH1 NO 1 27
DM3 YES 3 121
DH3 NO 3 183
DM5 YES 5 224
DH5 NO 5 339

Table 1: Bluetooth ACL packet types

Slave

Master

Figure 4: Piconet example

Master/Slave

Slave

Master

Figure 5: Scatternet example

Initially Bluetooth was intended to operate only within a in 10m radius. However, there was some interest
in using Bluetooth for longer distances. This lead to the classification of devices into three transmit power
classes (see table 2).

Class Max. output power Range
1 100mW (20dBm) 100m+
2 2.5mW (4dBm) 10m+
3 1mW (0dBm) 1m+

Table 2: Transmit Power Classes
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2.2 Buffering
The buffer in the logger together with the effective data transfer rate must be sufficient for the time resolution
of the measured signal. Consider the example in figure 6 in which a sinusoid signal should be transferred
with a DL141E (see section 2.4). The frequency of the signal is omitted in this example.

There are three approaches for transmitting the data that will be considered in this thesis:

1. immediate: values are sent immediately as soon as they arrives. The instanious sample rate can not
exceed the maximum transfer rate of the logger.

2. � -buffered: values are stored in the logger’s buffer and sent in groups. The parameter � indicates
how many samples should be stored before transmission.

3. full-buffered: the buffer is filled before the values are transmitted, i.e. k-buffered with � set to the
buffer size.

Consider the signal in figure 6. Imagine that the signal is of such a frequency that the available Bluetooth
transfer rate only allows ten samples per period. Imagine further that there is interference in the channel,
then the effective data rate will decrease hence the received signal will not represent the sample signal. In
figure 7 there are four examples of transferred signals. First there is a interference free environment where
all ten values could be received properly. In the next three interference occurs as a percent of packet error
rate (PER), e.g. a packet error rate of 50% results in five transmitted sample values for this example. Note
that values do not disappear as a result of interference, but the sample rate that has to be decreased due to
the lower transfer rate.

ADC
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Figure 6: Signal transfer example

As shown in the example in figure 7 it is possible that a signal with a certain frequency could not be
measured at a high PER. However, if it would be possible to store samples in the logger’s buffer, then the
samples could be sent as shown in figure 8, where a  "! -samplebuffer and a #$!"! -samplebuffer is used. Note
that the buffer will affect the delay, i.e. the time from which a sample enters the buffer until it is received by
the computer. This approach may not be applied on continuous signals (which is mostly the case) because
the buffer could overflow or as is the case with the DL141E (see section 2.4) since the logger does not
support sampling and sending samples at the same time. To avoid this problem one could use two DL141E
where they alternate so that one samples when the other sends and vice versa (see figure 9). The immediate,
k-sampled-buffered and fully-buffered approach together with the Alternately sample/transmit approach are
the main topic for this thesis. The simulations and experiments with these approaches will be performed in
different environments and with different parameters that affect the effective data transfer rate (see section
2.3).
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Figure 7: Transfered signals example

0 2 4 6 8 10
−1

−0.5

0

0.5

1
Received signal (No interference)

0 2 4 6 8 10
−1

−0.5

0

0.5

1
Received signal (PER 20%)

0 2 4 6 8 10
−1

−0.5

0

0.5

1
Received signal (PER 50%)

0 2 4 6 8 10
−1

−0.5

0

0.5

1
Received signal (PER 70%)

Received signal
Transmitted signal

0 2 4 6 8 10
−1

−0.5

0

0.5

1
Received signal (No interference)

0 2 4 6 8 10
−1

−0.5

0

0.5

1
Received signal (PER 20%)

0 2 4 6 8 10
−1

−0.5

0

0.5

1
Received signal (PER 50%)

0 2 4 6 8 10
−1

−0.5

0

0.5

1
Received signal (PER 70%)

Received signal
Transmitted signal

Figure 8: Transfered signals example with the 50- and 100-buffer approach
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Figure 9: Alternately sample/transmit approach
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2.3 Data Throughput
There are a number of factors that affect the data transfer rate in a Bluetooth network. In this section some
of these factors are described through the following sub-sections: Packet Size, Interferences, and Network
scaling.

2.3.1 Packet Size

The Bluetooth specification [1] supports six different ACL packets, see table 1 in section 2.1. In [6] the
net bit rate for each of the six packet types is determined for an error-free environment. These results are
shown in table 3.

Packet net bit rate
type [kbit/s]
DM1 108.8
DM3 387.2
DM5 477.9
DH1 172.8
DH3 585.6
DH5 723.2

Table 3: Bluetooth packets net bit rate

To see why the net bit range differs between the different packets consider the following example:
A 1500-byte message can be sent using four 339-byte DH5 packets and a 183-byte DH3 packet (as�$,"-"-/.0�	�"132546�7�$8"�329� ). This transmission occupies 23 slots ( 4:2;,��7�<2=� ) plus five slots for the
acknowledgment of the five packets. If one instead used DH3 or DH1 packets the message would take 36
and 112 slots respectively. The results shown in table 3 will be particularly significant to this thesis as they
provides an upper bound to throughput.

In [7] the authors have extended the work in [6] for packets a noisy environment. The authors have derived
analytical expressions for each packet type. They show as expected that at high SNR4 the packets reach their
maximum throughput value, i.e. those stated in table 3. However, at low SNR using different packets will
achieve maximum throughput. This implies that the choice of packet type should be adaptively selected.
At high SNR long uncoded packets are preferable and at low SNR shorter packets protected by Hamming
code are preferable.

In [8] the authors investigated three methods for improving Bluetooth point-to-point performance. The
first strategy was custom FEC coding using the AUX1 packet [1] to transport BCH5 codes that are more
powerful than the Hamming codes used by the DM > packets. The second strategy was distributed detection
where the packet is broadcasted to a group of two or more receivers. These two strategies are not very
important for this thesis as the logger has insufficient computational power to compute BCH encodings nor
does the receiver of the logger’s data have multiple receivers. However the third strategy involves adaptive
rate control which dynamicy changes the packet type based on the channel SNR and it always sends BCH
coded packets which maximizes throughput. The SNR is determined by using past knowledge to predict
future SNR. Results show a sharp improvement in the throughput when using adaptive BCH codes for SNR
below 22dB.

4Signal to Noise Ratio
5Bose, Chaudhuri, Hocquenghem: a family of cyclic code for error detection and correction
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The authors also suggests a fully adaptive method that chooses the packet type among the six packets
(see table 1) that provides the highest throughput. They show nice results from this approach. Changing
the packet type adaptively does not violate the Bluetooth specification [1], however many of today’s
applications define the packet type at setup and thus it cannot utilize this method. For instance work the
DL141E operates in this way (see section 2.4). This would make the fully adaptive method difficult to
implement with an actual Bluetooth system.

An other example of building on [7] is [9], here the authors use turbo codes which are a powerful FEC
coding. Their approach uses the AUX packet, for which ARQ is disabled (see section 2.1) and the
error correction is performed off-chip, in a DSP or computer. This also does not violate the Bluetooth
specification [1] as the coding occurs above the Bluetooth protocol layers. The use of turbo codes improves
the throughput at low SNR, but the relative small packet size of Bluetooth prevents the full potential of
turbo cods from beeing realized.

The authors of [10] also build on [6] and suggest an adaptive coding scheme based on a hybrid FEC/ARQ
scheme. When the SNR is high no FEC is used, but at low SNR a FEC is applied to the data. The channels
are monitored with a link status monitor (LSM). The hybrid FEC/ARQ has been used as a base for [11]
where an adaptive method that chooses the right packet type depending on the BER6 is derived. The
method uses an error counter and a effective bandwidth calculator to choose the right packet type and FEC.

This section has described how the data throughput depends on the choice of packet type and SNR. These
results will be of importance later when describing the simulations and experiments.

2.3.2 Interference

Because Bluetooth devices utilize the ISM band (see section 2.1) they could be exposed to many sources of
interference. This will lead to retransmissions of packets which will result in lower effective data transfer
rate. Interference could be of importance for this thesis as it affects whether the buffering (here in the
DL141E) should be different depending on the conditions of the transmission channel. Buffering issues are
further discussed in section 2.2

Examples of common sources of interference could be: welding equipment, microwave ovens, etc. In [12]
the author devotes an entire master’s thesis to investigating a microwave oven’s interference with Bluetooth
data transfer performance. Microwave ovens are interesting because they produce high power interference
in the ISM band. The result shows that different microwave ovens behave differently i.e. each oven must be
treated as an individual interference source. This probably applies to all sources of interference of this kind.
Two similar welding systems would most certainly behave in different ways regarding their interferences
with Bluetooth network. The same welding set might even interfere differently depending on who is using
it and what they are doing. The characterisation of interference will be a compromize between flexibility
and reliability.

A major source of interference in Bluetooth networks are wireless LANs (WLAN), such as IEEE802.11b.
There has already been a lot of research in the area. The reason for the large interest is that WLAN and
Bluetooth are most likely to appear in the same environment. Bluetooth uses fast frequency hopping (see
section 2.1) as strategy to avoid interference in the ISM band. Because of this WLAN is more affected by
Bluetooth then vice versa. IEEE found this problem of such a significance that they formed a Coexistent
Task Group[13]. This is such a complex area that it could cover more that one master thesis itself, thus it
will be out of the scope for this thesis.

6Bit Error Rate
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There are a lot of published articles concerning Bluetooth and WLAN interference. One of the most
thorough and widely cited is [14], where the authors draw the following conclusions:

� Power control has small benefits. Even if a WLAN’s power is increased to over fifty times the power
of Bluetooth, WLAN packet loss were not sufficient reduced because Bluetooth is a dynamic source
of interference which does not listen to the channel before transmitting. For Bluetooth on the other
hand, low WLAN power may help avoid interference since Bluetooth’s power is concentrated in a
narrow frequency band while the 802.11 WLAN power is spread over a large band.

� Using longer packets in Bluetooth may reduce the interference to WLAN, since the Bluetooth
transmitter does not hop in the middle of a packet transmission.

� Bluetooth voice represents the worst interference source for Bluetooth. Because Bluetooth does not
back off if there is someone else already transmitting in the current channel.

� The errors in Bluetooth caused by interference from WLAN are often too many for the error
correcting block codes in Bluetooth to overcome, so the packet has to be retransmitted.

These four conclusions lead to the main conclusion of the article which is that a coexistence mechanism
between Bluetooth and WLAN should be developed. Two examples of articles proposing such interference
mitigation techniques are:

� the OverLap Avoidance (OLA) scheme [15].
� a backoff strategy (BIAS) for Bluetooth [16]. This strategy avoids transmission of during WLAN

transmission.7

Another major area which has been the subject of many articles is interference between Bluetooth networks.
This is an important area since different Bluetooth networks are likely to exist in the same area. An example
of this could be a small company which has a Bluetooth equipped computer connected to a DL141E logger.
In this company there are two fork-lifts operating. Each forklift driver needs to have their hands free
and thus uses a Bluetooth wireless headset to communicate with their cellular telephone. As they need
to leave the fork-lift occasionally and do not want cables between their telephone and headset, they use
Bluetooth equipped telephones and a Bluetooth headset. There are now have three Bluetooth networks
present. Depending on each fork-lift’s location these networks may or may not affect each other.

In this thesis a point-to-point connection is considedred. Everything else in the environment e.g. other
Bluetooth nets and WLAN are considered as interferences. To simulate interference from e.g. a Bluetooth
or WLAN device one would have to look at the spectra of the device and then add this to the model as
described in section 5.2.2. The articles [17, 18, 19, 20, 21] all considers several Bluetooth networks close
to each other. However, they mostly treats aggregated throughput8 which is out of the bounds for this thesis.

This section has introduced issues concerning interference in Bluetooth networks. Interference from some
devices, such as microwave ovens and welding equipment, are hard to predict and derive an analytical
expression for. WLAN vs. Bluetooth interference there has been a lot of research. However, most of
the researches focus on Bluetooth interference to a WLAN. The reason for this is probably that Bluetooth
interferes with WLAN more than WLAN interfere with Bluetooth. Bluetooth piconets interference with
each other is an important area that has been the subject of many articles. WLAN interferences will be out
of the scope for this master’s thesis and building an experiment with several piconets will be difficult with
the available resources.

7The interpretation of US FCC part 15 regulations by G Q Maguire Jr. is that since Bluetooth is a tertiary user of the 2.4GHz ISM
band it must back off (or be considered an illegal interference source).

8Total throughput of the collocated piconets
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2.3.3 Network Scaling

When Bluetooth networks become large there are many issues that need to be considered. Many questions
arise which has lead to a lot of research in the area. However, in this master’s thesis it will not be possible to
perform measurements on larger networks, thus this thesis will focus simply on point-to-point connections.
However some of the issues concerning larger Bluetooth networks will be described in the following
example.

Imagine that one would like to build a system with 30 DL141E loggers. There are four main approaches to
construct such a system:

1. The point-to-point approach : each DL141E is connected via its own point-to-point connection to
the computer (see figure 10). The computer then needs to have 30 separate Bluetooth radios connected
via some bus(es).

DL141E

DL141E

DL141E

2

1

30

Figure 10: The point-to-point approach

2. The point-to-multipoint approach : this approach uses (four) Bluetooth radios that are connected
to the computer (via up to four buses) (see figure 11). If each computer connected Bluetooth radio
acts as a master and forms its own piconet (see section 2.1) where radios 1-3 can each have up to
seven slaves, then the aggregated throughput is approximately four times that of a single piconet.

3. The parked slaves approach : the Bluetooth protocol [1] supports a park state for a slave in a
piconet. The park state is a state where the slave does not participate in the piconet channel, but it
remains synchronized with the channel. By switching between active and parked state the piconet
could be made arbitrary large (see figure 12). However the aggregated throughput is at most that of
one Bluetooth piconet.

4. The scatternet approach : in this approach all the DL141E form a scatternet. The loggers use
each other to forward their information to the computer (see figure 13). However the aggregated
throughput is at most that of one Bluetooth piconet.

At first glance, the point-to-point approach (1) seems like a strange approach for constructing a network.
However, this is the approach that BlueCenter/IUC will use in their networks. At least for the initial
construction of such networks. This is one of the reasons why this thesis focuses on point-to-point
connections. One should keep in mind that the cost of the computer connected Bluetooth radio is neglected
compared to the cost of the DL141E. The benefits of using the point-to-point approach are:

? Low complexity. Setting up a point-to-point connection is less complex than setting up point-to-
multipoint connections.
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Figure 11: The point-to-multipoint approach
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Figure 12: The parked slaves approach

� Facilitates construction of long distance networks. If the DL141E are located far away from each
other it is possible to use cables to spread the computer’s 30 Bluetooth radios allowing the network
to cover a larger area.

� Data rate gainings. The throughput could be up to that of 30 independent Bluetooth links.

In the point-to-multipoint approach the computer only needs five radios (for this example). Where each
computer connected Bluetooth radio is a master of a piconet. The way in which the master schedules packet
transmission to slaves (i.e. DL141E) or polls them are decided by the master’s scheduler9. Scheduling

9The computer in the point-to-point approach will also need a scheduler for its busses, but this will be ignored in this example,
as they are assumed to be independent piconets and the bus bandwidth is assumed to be much greater than the aggregated Bluetooth
bandwidth

Magnus Karlsson 12 12th April 2005



MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER 2 BACKGROUND

DL141E
12−30

DL141EDL141E

DL141E

DL141E
DL141E

DL141E

DL141E

DL141E

DL141E

DL141E

DL141E

S S

S

M/S

M/S
M/S

M/S
S

S

2

S

3

4

6

5

7 8

9

10

11

1

M

Figure 13: The scatternet approach

algorithms is a classic problem. Which algorithm to use is not specified by the Bluetooth specification [1].
The properties of the scheduler will determine the system’s performance, especially in a highly loaded
piconet with different traffic demands. Thus there has been a lot of research in this area. The main
effect upon the transfer rate is when the master polls slaves that have no data to send. Most of the issues
concerning scheduling algorithms are out of the scope for this thesis, however Björn Jonsson in his master’s
thesis [22] investigates both classical Round Robin algorithms like (PRR, ERR, LRR and WRR, see table
4) and more recently developed algorithms.

The investigations in [22] resulted in a new algorithm which provides:
@ Fairness among the nodes.
@ QoS (Quality of Service) reservations.

@ Utilize the effective bandwidth efficiently.

@ Low complexity.

These algorithms were tested and compared with other scheduling algorithms by simulations, using the
network simulator NS2 (see section 4.1).

In this area, some of the most frequently cited research papers are:

1. [23] which investigates the classical Round Robin algorithms and proposes a new algorithm: the Fair
Exhaustive Polling algorithm (FEP).

2. [24] which investigates PRR, ERR, and LPM (see table 4) and proposes a new Limited and Weighted
Round Robin algorithm (LWRR).

3. [25] proposes a Predictive Fair Poller algorithm (PFP) and compares it to the PRR (see table 4) and
the FEP [23].

After [22], others have continued to examine scheduling policies, see the articles listed below:
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PRR (Pure Round Robin) Polls one slave one after another in a cycle. All slaves get equal
chance to transfer.

ERR (Exhaustive Round Robin) Round Robin where each slave gets to send its entire buffer before
next slave gets to send. This could lead to starvation, i.e. the master
gets stuck on one slave (but only with unbounded buffers).

LRR (Limited Round Robin) Round Robin where each slave gets to send a limited number of its
packets.

WRR (Weighted Round Robin) Round Robin where each slave is assigned different weights
determine how many packets each slave may transfer at each poll.

Table 4: Classical scheduling algorithms

1. [26] is one of the most recently published articles. Here a number of polling schemes are evaluated
and compared.

2. [27] models and compares the two scheduling algorithms ERR and LRR (see table 4)

3. [28] proposes a scheduling algorithm Bluetooth Interference Aware Scheduling(BIAS) guarantees
QoS while reducing the impact of interference.

4. [29] proposes a mathematical treatment for performance evaluation of scheduling algorithms with a
focus on PRR, ERR, and LRR (see table 4).

5. [30] proposes a Adaptive Share Polling (ASP) algorithm that is constructed for networks that consist
of sources sending short data packets at a constant rate.

The advantage of the third approach for constructing larger networks (the parked slave approach) is that
the computer only needs one Bluetooth radio. This would be useful if one would like a flexible system
where the devices that collect the measurement values are a laptop or PDA. This approach places higher
demands on the scheduler, which now needs to handle parking and unparking devices. In [31] and [32]
the data throughput in a parked slave piconet is investigated. These investigations show that using several
radios instead of one performs better than the parked slaves approach. The reason is that until they start to
interfere with each other they are parallel channels and hence the aggregate throughput is higher.

The fourth and last approach, the scattenet approach is the most complex. The Bluetooth standard describes
scatternets, but says nothing about how a scatternet should be build. In particular the Bluetooth specification
does not specify any routing abilities of the master/slave nodes in the scatternet. Another example of
difficulties with scatternets occurs if a logger is disconnected, i.e. fails or runs out of battery power (see
figure 14). How will the nodes previous connected via this node reconnect to the rest of the net? Thus
forming a scatternet demands an advanced scheduler and routing. This has lead to a large research area:
scatternet-scheduling. However this is very much out of the scope for this thesis. Interested readers are
referred to a recent article, which describes a scatternet scheduling algorithm called BTSpin [33]. In this
article the author divides the scatternet schedulers into the groups: centralized, distributed, single-hop,
multi-hop, static and dynamic. The article also contains a table with references to other articles divided into
the above mentioned groups.

2.4 BlueCenter/IUC’s DL141E
The experiments in this thesis focus mainly on the DL141E logger. Figure 15 shows this logger connected
to a PDA. The logger is a Bluetooth industrial wireless logger and sensor converter. The logical structure of
the DL141E is shown in figure 16. The logger card was developed by BlueCenter IUC. The microprocessor
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controls the ADC and the memory. The Bluetooth module was developed by connectBlue [34] and is
connected with the logger card via an RS-232 serial interface. The micro processor is programmed in the
programming language C. The device receiving data from the DL141E logger does need not be a laptop or
fixed computer, but could also be a PDA. The usual interface software utilizes Labview which makes it easy
to arrange the data in the way the user desires, e.g. in a Microsoft Excel spreadsheet or as a plot. However,
this thesis has used its own program for communicating with the logger. This program is written in Java
and has been developed during this thesis. This program allows one to program the logger, receive values,
and calculate bit rate and samples per second. Because of the benefits of Java vs. Labview as the basis of
this program, this approach could be used as a complement or if further tests turns out well, it might be a
replacement for the Labview based program.

The DL141E has the following technical specifications:

� Inputs : 8 single or 4 differentials. Additional options are available, e.g. 4 single and 2 differentials,
etc.

� Sample rate : variable up to 30 kHz spread among the active channels.

� Resolution : 14 bits.

� Memory : 32 000 samples/channel, up to 256 000 total samples.

� Data collection : manual (by programming or external trigger) or automatic.

� Bluetooth Packet type : the DL141E uses the DM5 packet type to transmit all of its data. Thus the
upper bound to data throughput is 477.9 kbit/s for the Bluetooth link as per(see table 3).

� Connections: a serial RS232 interface connects the logger card and the Bluetooth module. The
current default baud rate is 115200 bps, but this rate will probably be increased later (when the logger
has been more thoroughly tested).

The logger supports point-to-multipoint connections, but this has not yet been fully implemented and
tested.Since one of the important issues concerning point-to-multipoint is the choice of scheduler, the
developers at BlueCenter IUC would like to investigate which scheduling algorithm to use (see section
7.2) The memory is single ported, i.e. if one is collecting data samples from a sensor it is not possible to
send data via the Bluetooth link at the same time and vice versa. Today only prototypes of the DL141E
exist, but there are a number of these prototypes being tested at different companies.

The logger supports two modes for transmitting data. It is possible to send the data as text separated
with a space. This text could be read by a computer application written in Labview or simply captured, e.g.
by Microsoft’s HyperTerminal. The space between each measured value and representing the values as text
instead of binary means that a lot more data must be sent across the Bluetooth link. Since the size of each
value represented as text could be as large as 56 bits, this mode consumes a lot of bandwidth. However, the
advantage of this mode is that the developers can see the data values using existing terminal programs and
do not need to use any special software. There is also a raw data mode were each measured value is send as
a 16 bit value. Thus only two bits are wasted for each sample. Even this inefficiency is unnecessary, but was
probably convenient during the initial programming of the logger. In later versions of the logger software
each sample will probably use only 14 bits per value. However, the raw data mode mode is not supported
by the Labview interface. Tests has been made in raw data mode with the Java program developed for this
thesis. If the Java program for reading the logger is developed further, it will certainly use only raw data
mode as the better link efficiency supports higher sampling rates. More information about text mode, raw
data mode, and the negative effects on baud rate can be found in section 6
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Command Action
[a, F Sets the sampling frequency to F Hz.
[b, G Sets the number of samples that should be

collected during each reading interval to G .
[h, H Sets the waiting time between sampling

periods to H s.
[d Sample and send data.
[g returns the logger’s stat us.

Table 5: DL141E commands

Baud rate 115200
Data bits 8
Parity None
Stop bits 1
Flow Control RTS/CTS

Table 6: DL141E RS232 interface Settings

The DL141E can be programmed using AT commands. The most important commands are shown in table
5. The default settings for the DL141E RS232 interface are shown in table 6

BlueCenter/IUC also has a Bluetooth based industrial wireless sensor or I/O converter called TR112E.
The TR112E transceiver has one input sensor or I/O signal that could be transmitted to a PC or PDA via a
Bluetooth radio, a PLC10 or other control system with Bluetooth radio, or a TR112E receiver with an output
channel. The TR112E is not as advanced as the DL141E, the TR112E only works as a cable replacement.

10Programmable Logic Controller
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3 Experiment
This section describes the equipments and settings involved in the experiments. The experiments in this
master’s thesis where performed at IUC in Olofström. The results from the experiments were used to
construct the model described in 4.

3.1 BlueCenter/IUC’s Measurement Equipment
The main apparatus used for performing accurate measurements is a Faraday cage. The Faraday cage is a RF
screened off measurement cage located at the lab in IUC Olofström. The cage is top modern and was built by
personal at IUC and prevents RF signals from the outside getting in and reduces the reflections of signals
inside. It is 20dB better than other Faraday cages on the market. Here one can perform measurements
without interference from unknown sources. The advantage of using a Faraday cage is that one can control
the measurement, e.g. if one wishes to add a specific noise source to a Bluetooth system one can be sure
this is the only noise that effects the system.

Two useful devices during the experiments are CATC’s (Computer Acces Technology) Merlin �JI which is
a Bluetooth network sniffer and Rohde&Schwarz’s CMU200 which is multiprotocol tester for mobile radio
networks, including Bluetooth. These devices are described below in sections 3.1.1 and 3.1.2.

3.1.1 Merlin

CATC’s Merlin is a non-intrusive Bluetooth traffic sniffer (see figure 17). It records all the traffic and
enables the user to analyze all of the traffic later [34]. Thus one can analyze BASEBAND, LMP, L2CAP,

Farday cage

DL141E KLKM NO

Figure 17: Merlin sniffer example

SDP, RFCOMM, TCS, HDLC, PPP, OBEX, BNEP, and AT levels of the Bluetooth 1.1 protocol stack [1].
It supports both point-to-point or point-to-multipoint piconets. It does not participate in the Bluetooth
network, as it is a purely passive listener. The recording memory is 128MB which, depending on the
test conditions is enough memory to record about 25 minutes of traffic. To preserve recording memory a
hardware filter enables the device to focus on a interesting (i.e. relevant) events.

The analysis of the recordings are performed on a portable host or a desktop PC connected to Merlin
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via its USB port. The captured traffic is displayed in colour graphics using the vendor’s software which run
under Microsoft’s Windows 98/ME/NT/2000/XP. Figure 18 shows an example of captured Bluetooth traffic
recording.

Merlin is easy to use. For example when recording there is a wizard that helps the user to configure Merlin
to detect nearby Bluetooth devices and then record traffic in this piconet. The software is free and could
be used with or without the Bluetooth radio and traffic capture box. This enables recording in the lab and
analysis at the office or home. It is also possible to analyze a previous experiment while another experiment
is being performed.

Merlin provides a table for each of its captures a traffic summary in HTML format. This includes among
other things the number of good packets send via each Bluetooth channel. This table has been very useful
during the experiments. An example of a Merlin traffic summary can be seen in appendix B.

Figure 18: Merlin recording example

3.1.2 CMU200

Rohde&Schwarz’s CMU200 is a multiprotocol universal radio communication tester designed for current
and future mobile radio networks. The front panel of the CMU200 is shown in figure 19. According
to [35] the CMU200 has high testing speed, makes highly accurate measurements, is modular in design,
while providing comprehensive spectrum analysis and fast switching between networks. With CMU200
one can test Bluetooth (version 1.0B and 1.1 [1]) as well as all major mobile radio standards. The CMU200
acts as a slave in a Bluetooth network and is able to query all Bluetooth devices in the network. It can
perform transmit and receiver measurements simultaneously. The CMU200 also offer a number of statistical
monitoring and measurement functions, an example is the possibility to define individual tolerances for
each measured value and to stop a measurement sequence after a certain number of measurements or when
a tolerance has been exceeded.
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Figure 19: The CMU200 front panel

Three useful measurement parameters are:

� BER (Bit Error Rate) Determine the number of bit errors (in percent) that have occurred within the
current statistical cycle.

� BER search function Find a sensitivity level for a predefine BER level.

� PER (Packet Error Rate) Determine the number of packet errors (in percent) that have occurred within
the current statistical cycle. (A packet error is a packet with a header which cannot be corrected).

However in the experiments performed in this thesis the CMU200 has been used simply as a signal generator
to generate interference on the Bluetooth point-to-point connection.
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3.2 Experiment settings
The placement of devices in the Faraday’s cage shown in figure 20 have been used during all experiments.
Different Bluetooth devices and interference sources have been used in different experiments (see section
4). All measurements in figure 20 are from the device’s antennas. In most experiments Merlin has been
used to sniff the traffic. More information about Merlin can be found in section 3.1.1. The experiments
have been monitored outside the cage in a small room with computers, signals generators, etc. In those
cases cables were from the outside to the inside of the cage these cables were squeezed between the wall
and the shut door. This was considered enough for these experiments.

750 mm

1000 mm

250 mm

1000 mm

620 mm

620 mm

Bluetooth device 1 Bluetooth device 2

Interference source 2

Interference source 1
Merlin

Faraday’s cage

Figure 20: Experiment settings
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4 The Model
A crucial part for this thesis is the model from whom logger simulations are beeing performed. An overview
of the model can be found in figure 21. The Network Simulator 2 (NS2) [2] together with the Bluetooth

Interference
builder

Extensions of
NS2−UCBT
for this thesis

NS2

UCBT

Loss Handling

Virtual Merlin

Logger Protocol

The Model

Figure 21: The Model

extension [3] forms the base for the model. NS2-UCBT was extended with three parts that were necessary
for this thesis. The three parts are Loss Handling (described in section 4.2.1), Virtual Merlin (described
in section 4.2.2), and the Logger Protocol (described in section 4.2.3). The loss handler has an extension
itself, the interference builder that is a part of the simulation program (see section 5). The interference
builder adjusts the packet loss probability in the loss Handler based on experiments. The interference builder
are described more thorough in section 5.2.

4.1 NS2-UCBT Simulation System
The Bluetooth protocol simulations in the model are performed using Network Simulator 2 (NS2) with
a Bluetooth extension from the University at Cincinnati (UCBT). Information about NS2, downloads,
installations, manuals, etc. can be found at [2]. Information and downloads of the UCBT extension etc.
can be found at [3]. NS2 and the UCBT extension can sometimes be very difficult to work with. The
documentation is vague and sometimes the only way of figuring out how things work is to read the source
code. However some advices can be found in [36] and [37].

NS2 is a discrete event driven simulator that allows simulations of TCP, routing, and multicast protocols
over wired and wireless (local area and satellite) networks. NS2 is written in C++ and OTcl [38] and the
simulation specification for a run for NS2 is written by the user in OTcl script. The OTcl script is however
handled by the simulation program that has been developed during this thesis, i.e. the user does not need
to know anything about NS2. The reason for a more user friendly program is that during this thesis it was
shown that NS2-UCBT is very complex to use ([39] has drawn similar conclusions) and getting NS2 to
work as wanted can sometimes be difficult. Section 5 explain the simulation program and what can be done
with it.
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A small NS2-UCBT guide for readers not familiar with NS2-UCBT and to show how NS2-UCBT is used
for readers that are familiar with NS2-UCBT an example simulation is included here. The simulation OTcl
script is a script generated by the simulation program. Every operation in the script is followed step by step:

First a new simulation object is created:

set ns_ [new Simulator]

Then the nodes in the simulation are set to be Bluetooth, i.e. the UCBT extension is used.

$ns_ node-config -macType Mac/Bluetooth

The two specific nodes need to be set up. One DL141E and one computer. The zero in the DL141E node
means it is a slave while number one in the Computer node means slave. This is how the setup is normally
made when BlueCenter/IUC build their point-to-point connections. It is also the setting that has been used
during experiments in this thesis.

set DL141E [$ns_ node 0]
set Computer [$ns_ node 1]

The nodes are set to use the Ad hoc On Demand Distance Vector (AODV) protocol which is a routing
protocol designed for mobile ad hoc networks. This protocol is never used by the simulation, but needs to
be defined in order to get the simulation to work properly.

$DL141E rt AODV
$Computer rt AODV

Next the Lossmode for the simulation is turned on. This is described more thoroughly in section 4.2.1 and
5.2.2.

$Computer LossMod LossFile lossfile.txt off
$DL141E pos 0 0
$Computer pos 0 0

The topology of the simulation is now set up. It is now necessary to set up what happened in the wireless
network. All data in NS2 are sent between two agents. The following lines create a Logger agent and
connects it to the DL141E node:

set log [new Agent/Logger]
$ns_ attach-agent $DL141E $log

Often NS2 simulations uses traffic generators, however the Logger protocol generates its own traffic and
thus does not need any traffic generator. To receive the data Logger agent a logger sink agent has to be
connected to the computer node. Both the Logger- and the Sink agent are developed specially for this
thesis. The agents are described more thoroughly in section 4.2.3.
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set logSink [new Agent/LoggerSink]
$ns_ attach-agent $Computer $logSink
$ns_ connect $log $logSink

Now a finish process is defined. The process finalizes the lossfile (see section 4.2.1) and makes sure that
NS2 is terminated.

proc finish {} {
Computer LossFile finalize
exit 0

}

At time 0.0 the computer and the DL141E are turned on, and the DL141E opens a connection to the
computer.

$ns_ at 0.0 "$Computer on"
$ns_ at 0.0 "$DL141E on"
$ns_ at 0.0 "$DL141E make-bnep-connection $Computer DM5 DM5"

After one second the DL141E starts collecting values and sends its buffer. After 60 seconds the simulation
is finished.

$ns_ at 1.0 "start"
$ns_ at 60.0 "finish"

Finally to start the simulation:

$ns_ run

This is a short example of how NS2-UCBT is used to simulate the logger. Logger simulations with NS2-
UCBT are explained more thoroughly in section 4.2.3.

4.2 Extensions to NS2-UCBT
In this thesis three extensions to NS2-UCBT have been made.

1. Loss Handling which offers a more flexible handling with Bluetooth packet losses than the original
NS2-UCBT.

2. Virtual Merlin provides a Merlin similar output for the simulations

3. Logger Protocol which is two new NS2 agents for handling Logger communications.
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4.2.1 Loss Handling

To simulate loss of Bluetooth packets the UCBT extension uses a table driven approach provided by
BlueHoc [40]. The table specifies the probability that a specific Bluetooth packet is lost when the Bluetooth
devices are located at a specific distance from each other. The table is located in the file distfer.h. This table
was replaced with a class that allows the user to change the packet lost probability without recompiling
NS2-UCBT. The source code for this extension can be found in the files ferloss.h and ferloss.cc. The
ferloss object (for Frame Error Rate loss) reads a text file which entry the distfer table. The FER versus
Distance table must have an entry for each of the 16 different packet types, but could be made arbitary
(but must contain at least one entry) with respect to distance. This file is called the lossfile and could for
instance be written by hand in a text editor or generatated by Matlab [41]. However, when the simulations
are performed by the simulation program it uses the interference builder (see section 5.2) to construct the
lossfile for the desired experiment.

The lossfile also contains one or more 16 rows and 79 columns that allows the user to specify the packet
loss probability for a specific packet transmitted at a certain channel at a certain time in the simulation.
Figure 22 shows how the lossfile is constructed. The second field in figure 22 is the loss table related to

.

.

.

1)

2)

m)

lossfile.txt

1)16xn FERvsDist table

3)Time vector (length m)

4)m 16x79 FERvsChan tables

Figure 22: Lossfile construction

the Bluetooth devices distance from each other. The third field is a time vector that tells when to choose
next table related to transmition frequency in the fourth field. For example if the time vector has two values
0 and 1, then the FERvsChan filed needs to have two 16x79 FERvsChan tables. The first second of the
simulation the first table is used and during the rest of the simulation the second table is used.

To use the lossfile extension in a simulation the following lines needs to be added to the OTcl script.
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$Computer LossMod LossFile lossfile.txt off
$DL141E pos 0 0
$Computer pos 0 0

The first line, Computer LossMod is the same as when using BlueHoc’s table drivven approach as
lossmode for node computer. Then instead of BlueHoc (that one should have after LossMod if one
would like to use BlueHoc’s loss mode), the word LossFile specifies that the lossfile extension should be
used. Then lossfile.txt specifies the filename of the lossfile and off or on tells if the Virtual Merlin
(see section 4.2.2) should be turned on or off. When using the LossFile mode it is also necessary to have a
finalize command preferably in the finish procedure of the simulation. The finalize procedure are defined
as: Computer LossFile finalize. This row finalizes the files produced by Virtual Merlin.

4.2.2 Virtual Merlin

The purpose with the Virtual Merlin is to provide an output similar to the output provided by the sniffer
Merlin ��� described in section 3.1.1. The Virtual Merlin is only available together with the Loss Mode
extension provided in this thesis. Figure 23 shows how Virtual Merlin are connected to the NS2-UCBT
simulation system. The Bluetooth nodes are defined by the UCBT extension [3], the losshandler by this

Bluetooth
Node

Bluetooth
Node

Traffic
Summary

Packet
Trace

Loss Handler

Virtual Merlin

Figure 23: Virtual Merlin’s NS2-UCBT connection

thesis as described in section 4.2.1. The Virtual Merlin extension detects if the packet will be lost or
delivered and outputs its results into two files:

1. Traffic Summary: Is an HTML file similar to the traffic summary provided by Merlin. An example
of a Merlin traffic summary could be found in appendix B and an example of a Virtual Merlin traffic
summary could be found in appendix C.1. The Traffic Summaries from Merlin and Virtual Merlin
could be compared visualy or by using the TrafficSumReader provided by the Simulation Program
(see section 5). This feature was used frequently in this thesis when comparing simulations and
experiments.

2. Packet Trace: Each HTML file displays Bluetooth packets that are being sent formatted in the same
way as Merlin (but are not as detailed as the actual Merlin output). An example of a Merlin Packet
trace is shown in figure 18 and a example of a Virtual Merlin packet trace is in appendix C.2. Each
HTML page displays 100 packets. New pages are automatically created as necessary to display all
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the packets captured. At the top of each page is a link that points to the previous page and at the
bottom of each page is a link to the next page. Note that even a short simulation time will produce a
large number of packet trace files.

The Virtual Merlin has been a useful tool when the Interference Builder (see section 5.2) was constructed.
However when running a logger simulation it is better to turn off the Virtual Merlin as generating a large
number of files slows down the simulation.

4.2.3 Logger Protocol

NS-2 allows the user to define their own protocols by extend the code for NS-2 with a new class that
describes the agent which (in this case) uses the Bluetooth channel to transfer data to the receiver agent,
which is called the sink agent. For this thesis two new agents has been created.

1. Logger Agent: This agent behaves like the DL141E logger. It is also possible to simulate more
general loggers, however it might be necessary to change some of the Logger Agent code. The code
for the Logger Agent is written in C++ and can be found in appendix D.1. The agents are based on
the ping protocol example in [36]. This example should be studied if one would like to learn how to
define a new protocol in NS2. The parameters that can be changed in the Logger Agent are:

� sampleNumber_ : The number of samples that should be transfered each reading period� sampleSize_ : Size of each sample in bits. Default for the DL141E is P 4Q8 bits in text mode
and ��R in rawdata mode.� samplingRate_ : The sampling rate in hertz.� samplingPeriods_ : The periods between sampling in seconds. If this value is set to zero
then the Logger Agent resumes sampling as soon as the last transmission is finished.� baudRate_ : The baud rate for the serial transmission.� timeout_ : The delay (in seconds) while the Bluetooth Module takes the values received by
the serial interface and creates a Bluetooth packet and sends it.

2. Logger SinkAgent : This agent behaves like a simple logger receiver program. The Logger
SinkAgent receives and acknowledges the values send from Logger Agent. The code for the Logger
SinkAgent could be found in appendix D.2.

Bluetooth
Node

Bluetooth
Node

Logger
Agent

Logger
SinkAgent

Loss Handler

Virtual Merlin

Figure 24: The Logger Protocol’s NS2-UCBT connection

Figure 24 shows how the Logger Agents are connected to NS2-UCBT with the extensions.
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The sampleNumber_, sampleSize_, samplingRate_, samplingPeriods_ and baudRate_
are tuneable in the DL141E and also in the Logger Agent. While within the DL141E the parameter values
are limited (by the specifics of the DL141E - see section 2.4), they could be set to arbitrary values in the
simulation Logger Agent. The timeout_ value could not be set in the DL141E but could be set to any
positive value in the Logger Agent. This allows the user to simulate properties of other logger that the
DL141E. However the important properties of the DL141E that it uses always DM5 packets (even if the
data payload is small enough to fit in a smaller packet) and that the Dl141E cannot send and sample at the
same time are not changeable in the Logger Agent. To support different properties than this the code of the
Logger Agent will have to be changed.

By studying Merlin traces (see section 3.1.1) the average size of the payload in each DM5 packet sent
via the Bluetooth interface from the DL141E was observed to about 86 bytes which indicates a timeout of
about 0.006s ( �"�S,"�T-	-QUT8V2T-=W -"-	R P 8"R ) where nine of these bytes are control bytes (e.g. startbit, stopbit,
packet size, etc.) added by the serial interface. It was difficult to find out exactly how the packing of data
in the Bluetooth module was determined. No one at either ConnectBlue or BlueCenter/IUC could state
exactly how this was done. But, as shown later in this section the settings with a timeout on 0.006s which
sends packet at constant size after the previous packet has been acknowledged produces the most accurate
simulation compared to experiments Merlin traces and throughput measurements.

Table 7 describes the properties of 17 different experiments where the byte rate and sample rate from
the DL141E was measured. The DL141E was set to text mode which means that each sample had a size
of 48 bytes. The purpose with these experiments was to compare them to similar simulations. Figure 25

Experiment Sampling rate [in Hz] Number of Samples
1 5000 50
2 5000 100
3 5000 250
4 5000 500
5 5000 1000
6 10000 50
7 10000 100
8 10000 250
9 10000 500
10 10000 1000
11 25000 50
12 25000 100
13 25000 250
14 25000 500
15 25000 1000
16 25000 2500
17 25000 5000

Table 7: Logger Simulations and Experiments

shows a comparison between simulations and experiments where the reading interval was set to one second.
The x-axis shows the number of the experiment/simulation as stated in table 7. Figure 25 shows both byte
rate and sample rate. The reason for showing both is that later in section 6, the DL141E will be examined
and optimized based on these simulation results. The focus in this optimization will be on increasing the
number of samples per second which can be supported.

Magnus Karlsson 28 12th April 2005



MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER 4 THE MODEL

0 2 4 6 8 10 12 14 16 18
0

2

4

6

8
Number of Bytes per second (Reading interval 1s)

Simulation/Experiment number

k
B

y
te

s
/s

Experiment
Simulation

0 2 4 6 8 10 12 14 16 18
0

200

400

600

800

1000

1200

1400
Number of samples per second (Reading interval 1s)

Simulation/Experiment number

S
a

m
p

le
/s

Experiment
Simulation

Figure 25: Logger Simulation vs. Experiment with reading interval 1s

Figure 26 shows a comparision between simulations and experiments where the reading interval was
set to two seconds. As in figure 25, the x-axis shows the number of the experiment/simulation as stated in
table 7.

Magnus Karlsson 29 12th April 2005



MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER 4 THE MODEL

0 2 4 6 8 10 12 14 16 18
0

1

2

3

4

5

6

7

8
Number of Bytes per second (Reading interval 2s)

Simulation/Experiment number

kB
yt

es
/s

Experiment
Simulation

Figure 26: Logger Simulation vs. Experiment with reading interval 2s

Finally in figure 27 a three second interval has been used.
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Figure 27: Logger Simulation vs. Experiment with reading interval 3s

The results are overall good with only a few kBytes/s differences between simulation and experiments.
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5 The Simulation Program
The purpose of the Simulation Program is to enable others to easy to use it to evaluate the performance of
their DL141E or similar logger in a specific configuration. With this program, the user can:

� Simulate different logger configurations.

� Add interference sources in a flexible way.

� View results from a simulation.

� Program and read a DL141E and plot the received values.

� Save DL141E data captures and simulations.

This section contains an overview of the simulation program and a thorough description of the experiments
that its Interference Builder is based on. A user manual for the program can be found in appendix E.

5.1 Overview
The simulation program is written in Java and has a graphic interface. The documentation for the program
could be found in [42]. Figure 28 shows the construction of the program. The main parts of the Simulation

Logger
Simulator

Simulator
Builder

Logger
ReaderPaI

Evaluator

Interference Builder

Model

Java Application

Graphic Interface

Figure 28: Simulation Program Overview

program are:

� The Model: This model described in section 4 is the NS2-UCBT simulation system with extensions.
The Interference Builder is an flexible way to model loss probability of a specific channel. The
Interference Builder is described thoroughly in section 5.2.

� Evaluator: The evaluator is used to perform simulations and compare them with experiments. The
evaluator has two parts; the PaI Simulator (Packet at Interval) which sends a Bluetooth packet at
a specific interval and the Logger Reader which reads the DL141E logger. The PaI Simulator is
described more thorougly in section 5.2.1 and the Logger Reader in section 5.4.
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� Logger Simulator : The Logger Simulator is described more thoroughly in section 5.3.

� Simulator Builder : The simulation program that creates OTcl script files for the NS2 simulation.
This is handled automatically by the Simulation Program, thus the user does not need to know
anything about NS2.

A graphic interface is wrapped around these features to allow the user to perform many experiments and
quickly examine their results. Figure 29 shows an example of a single sin wave of 2Hz connected to a
logger which captures 500 samples at 1000Hz each second. The topmost plot in figure 29 shows the sinus
signal that one would like to measure and the plot in the bottom shows how well the logger reproduces
it. It is possible to look in slow motion at the signal and how the logger reproduce it, it is then possible
to change logger configuration to try to find the most appropriate configuration for the current measuring
system.Note that the signal is purely fictional. The frequency, amplitude, phase, and offset is tuneable. The
purpose of the signal is to give the user of the simulation program the opportunity to see how a signal could
be reconstructed by the Bluetooth logger. Off course it is not always the case that a sinus signal should be
measured, but tests with the simulation program has shown that a sinus signal makes it easy to overview the
performance of a logger configuration. The Simulation program also calculates and displays the throughput
and the maximum delay of a measurement value.

Figure 29: Simulation Program Window Example
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5.2 Interference Builder
One very important part of the simulation program is the Interference builder. The interference builder’s
task is to construct a correct lossfile (described in section 4.2.1). With the Simulation program it is possible
to either load the default FERvsDist table that is used by BlueHoc [40] or the user can add packet loss
probabilities at different distances by clicking on a graph. However, the limitation of this last approach is
that all packets will get the same loss treatment which will result in a mean loss probability for all packets.
The simulation program also supports building the FERvsChan table which can construct in three ways:

1. Manually : the user fills in exactly which loss probability should be used for a packet sent in a given
frequency channel.

2. Traffic summary: Using the Frequency distribution table in the Merlin traffic summary (see
Appendix B) from an experiment the simulation program calculates the divergence expressed in
percentage from the mean value of number of transmitted packets at a given frequency 11. These
values are then used to calculate the probability of a lost packet at each frequency. The simulation
program uses this to construct the lossfile. If the experiment is performed correct this will provide the
most accurate lossfile.

3. Spectra: By adding one or more interference sources at specific frequencies with specific levels or
by loading spectral, results from experiments are used to construct the lossfile(see section 5.2.2). This
is the most important and complex of the three interference builder approaches.

Even though the extension to NS2-UCBT supports different packet lost probabilities for different packets
(see section 4.2.1) the simulation program only supports the same packet lost probability for each packet
type at a certain frequency. The reason for this is that the interference builder is constructed by using results
from the Frequency distribution table in the Merlin traffic summary (see Appendix B) and these values only
give an average value for all types of packets at a given frequency. Figure 30 shows an example of the dialog
window that the user of the simulation program uses to add his/her interference sources. In this example
the use of a spectra for adding interference could make it possible to define a certain loss probability at
a specific channel or distance or use a Merlin Traffic Summary to define the loss probability of different
Bluetooth channels.

5.2.1 PaI Simulator

The PaI Simulator (Packet At Interval simulator) is included in the simulation program. It is mostly used to
verify results from the experiments with results from the simulations. The PaI Simulator sends one DM1,2,5
or one DH1,2,5 Bluetooth packet at a given interval. The PaI Simulator makes it easy to iterate through
several simulations and hence to simulate a large number of experimental scenarios. The code below shows
an example of a DM5 packet being sent every 1/100 second with interference at frequency 2450MHz at a
level of -65dBm to -36dBm.

11This is an important value and will be refereed to as Divergence expressed as Percentage At Frequency (DPAF)
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Figure 30: Loss Handler Dialog Example

SimParameters sp = new SimParameters();
sp.sendPacket = "DM5";
sp.recPacket = "DM5";
sp.trStart = 0;
sp.simFinish = 30;
sp.dist = 0;

for(int level=-65; level<-35; level++) {
sp.lf = new LossFile(0,30);
sp.lf.addInterferenceSource(2450,level);
PaISimulator sim = new PaISimulator(sp, 0.01);
sim.simulate();
evaluateSimulation();

}

The simulation (sim.simulate()) outputs a traffic summary from which a frequency distribution table
can be generated and compared with the frequency distribution table obtained from an experiment.

The Divergence expressed as Percentage At Frequency (DPAF) value is a crucial concept of this section. In
the Frequency distribution table in the Merlin traffic summary (see Appendix B) it is possible to see how
many Total Good packets have been sent at each frequency. By taking the mean of all Total Good packets at
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all frequencies the divergence in percent at each frequency can be calculated. The DPAF from a simulation
could then be compared with the DPAF from an experiment, we call this the diff-DPAF. The DPAF is an
important measure because in the PaI-simulations a channel is interfered with by an interference source at
different levels. The DPAF measure tells how much the channel is affected related to other channels that are
not exposed to this interference. The diff-DPAF will be of importance in section 5.2.2 where experiments
and simulations are compared. The example code below shows how the diff-DPAF are calculated for two
Traffic summary files.

TrafficSumReader tr1 = new TrafficSumReader(trsum1.html);
TrafficSumReader tr2 = new TrafficSumReader(trsum2.html);
int[] packet1 = tr1.getPacketAtChans();
int[] packet2 = tr2.getPacketAtChans();

double mean1=0;
double mean2=0;
for(int i=0; i<79; i++) {

mean1+=(double) packet1[i];
mean2+=(double) packet2[i];

}
mean1/=79; mean2/=79;

for(int i=0; i<79; i++) {
int res=(int) (10000*Math.abs((1-(double) packet1[i]/mean1)-

(1-(double) packet2[i]/mean2)));
System.out.print((double) res/100 + " ");

}
System.out.print("\n");

The TrafficSumReader class reads the Traffic summary file and extracts the information provided from the
Traffic summary.

5.2.2 Interference Experiments

The simulation program offers the user the ability to add interference at one or more frequencies at different
levels. Which packet loss probability an interference of this kind produces are derived by the simulation
program based on a number of experiments. The DPAF and diff-DPAF (described in section 5.2.1) from
these experiments are used to determine packet loss probability and to compare simulated with actual
experimental results.

During the experiments two connectBlue Bluetooth class 3 Serial Port Adapters [43] were used. During
these experiments these two units sent a DM5 packet roughly every 0.012s from the slave to the master.
A Rhode&Schwarz signal generator was used as an interference generator. Figure 31 shows an example
of the interference spectra. As shown in the figure both interference signals the upper, spectra example 1
and the lower, spectra example 2, has a narrow peak but not so narrow that it only has noise in channel 38
to 40. Thus noise in channel 39 will effect adjacent channels. Figure 32 shows an example of DPAF for
interference at three different levels near Bluetooth channel 39. As one can see in the zoomed plots to the
right an interference as high as -38dBm effects the DPAF in channels 38,39,40,41, and 42. My simulation
program treats the interference at frequency 2441MHz (channel 38) as a single interference, and lets the
effects on the channels nearby be a result of this interference. This is not an optimum way of handling an
interference source in the model, but it is the compromise between:
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Figure 31: Two Interference Spectra Examples

� Flexibility: It is possible to generate an arbitrary spectra to use for the simulation.
� Programming: The simulation program uses five tables for looking up packet loss probabilities.

This was simple to implement. If the user would like, the tables could easily be replaced with results
from another set of experiments.

� Correctness: It would be better if one used individual spectra’s for each case to determine packetloss
probability. For instance loading the entire example spectra 2 shown in figure 31 will produce
different results than just a -38dBm source at frequency 2441MHz. The problem when there are
several sources of interference (as when a entire spectra is loaded) is explained more thorough below.

� Experiment equipment : it is not possible to have all the interference spectra needed. This thesis
was limited to the spectra which the two signal generators offered and a more or less random spectrum
representing a microwave oven.

The next figure (figure 33) shows the DPAF at the five effected channels with interference over the entire
Bluetooth band. For example: In the top plot at x-value frequency 2450 MHz an interference source at
frequency 2450MHz with level -51dBm has been used resulting in a DPAF of about 100% for channel 48
( ��� in the plot), 30% for channel 47 ( ���X�6� in the plot) 10% for channel 49 ( ���Y�:� in the plot), etc. As figure
33 shows the DPAF is about the same through the whole Bluetooth band, or at least it does not indicate
any specific peak. This shows that the table for these effected channels could be applied to any channel
in the Bluetooth spectra, i.e. it would be enough to look at one channel and the interferences around it,
the result could then be applicable at any of the 79 Bluetooth channels. Next a number of experiments
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Figure 32: Interference DPAF Example

were performed to obtain the tables for the five effected channels. The experiment was performed with
interference frequency �T4"4;�	W - I[Z]\ �^�_4	4;�	W`� I/Za\ �^�T4T4;�"W � I/Za\ W�W�Wb�_4	4;�"W 1 I[Za\ . At each interference
frequency the level was increased by one step from -65dBm up to -36dBm, i.e. a total number of 360
experiments were performed. The DPAF was determined for each experiment and translated into packet
loss probability which was stored in five 10x36 tables. The following steps were performed to obtain the
packet loss probability from an interference frequency F at a specific level c :� Round F to the nearest tenth of a MHz. deFgf � F is now a number 0-9 which is the column number

that should be read in the tables.
� The row is calculated by taking c ��R	, .
� The channel, ��� is calculated by taking deFgf �h�T4	-Q� .
� Finally read the five tables for the five effected channels and update �����i� to ������� .
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Figure 33: All channels Example

Figure 34 shows a packet loss probability table for the effected channel ��� and figure 35 shows the tables
for the nearby channels. The x-axis shows the level, the y-axis the interference frequency offset from the
affected channel and the z-axis the packet loss probability. These tables are the same for all 79 channels
in the Bluetooth band. For example: if an interference source at 2458.64MHz at level -50dBm is used the
effected channel ( ��� ) will be 56. At the x-value �j,T- and the y-value -;W R at the table in figure 34 the packet
loss probability for channel 56 could be found in the z-axis ( P �"-Qk ). In a similar way the packet loss
probability for channels 55, 57, 58 and 59 could be found in figure 35.
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Figure 34: Packet Loss Probability for a channel l�m with an interfernce source at a range of frequence
offsets (derived from channel 48).

To evaluate the interference model a number of experiments were performed and then compared to a
PAI-simulation (see section 5.2.1) with the same properties. The difference between the experiments and
the simulations are expressed in diff-DPAF as described in section 5.2.1. Figure 36 shows the DPAF of an
experiment, the DPAF of the simulation, and the diff-PDAF of both. Both experiment and simulation were
performed without interference, still there is quite a large difference between them. Note that there is also
a quite large DPAF between the channels in both the experiment and the simulation. This has to do with
how the Bluetooth module handles frequency hoping. Which channel to transfer on is decided randomly
and there is no guarantee that transmissions are spread equally among the the channels. This explains why
the DPAF diverges among the channels, but also the relative high diff-PDAF between the experiments and
the simulation. Comparisons between experiments with two different Bluetooth modules would probably
have the same result. In figures 37, 38, and 39 an number of experiment with one interference source at
different frequencies over the entire Bluetooth band have been compared to experiments. The diff-PDAF of
the five most effected channels for each interference frequency are shown in the figures.
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Figure 35: Packet Loss Probability for adjacent channels �����i�"�
������	�
������� and �����n�

The diff-DPAF can for some experiments in the figures seem quite large; note that the DPAF can
differ by over ten percent between the channels in the same experiment/simulation. Also remember the
compromises discussed in the beginning of this section. The goal was not to construct a hundred percent
correct interference builder, but rather the goal is that using another level or interference frequency than
the actual one should not perform better than the actual interference frequency and level. Finally, the most
important issues are that a comparison between two logger configurations should not result in a answer that
suggest a different setting than would perform better compared to an actual experiment. This is examined
in more detailed later in section 5.3.

Figure 40 shows an example of a simulation with one interference source at channel 63 with levels -44dBm,
-43dBm ,-42dBm, -41dBm and -40dBm have been compared to an experiment with interference at channel
63 with level -42dBm. Figure 40 shows clearly that simulation with the real interference level performs
best.
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Figure 37: Comparison between simulation and experiment (-60dBm)
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Figure 38: Comparison between simulation and experiment (-51dBm)
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Figure 39: Comparison between simulation and experiment (-37dBm)
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Figure 40: Comparison between simulation and experiment (different levels)

The last of the single-interference source comparisons (figure 41) shows interferences at three different
levels at frequencies that increase in small steps from frequency 2465.0MHz to 2465.82MHz. The result is
overall quite good. One quite large peak could be found in the topmost plot at frequency 2465.4MHz. The
reason for this peak could be for multiple reasons. It could be caused by something in the experiment or
by frequency hopping as described earlier. However, the most likely explanation is that frequency 0.4MHz
from base frequency 2465.4MHz at level -61dBm ends up in a large slope in figure 34 and it could happen
that a simulated packet loss probability will diverge from the actual one.
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Figure 41: Comparison between simulation and experiment (small frequency steps)

So far only single interference sources have been treated. Imagine that one adds several interference
sources at almost the same frequency (divering by less than 0.1MHz). It matters how one measures the
spectra. If one has a high sampling frequency with many samples, it will appear to the Loss Handler as if
many sources of interference. This needs to be handled properly by the Loss Handler. The case of several
interference sources are handled in the following way:

� Only one source of interference is allowed in each channel.

� If there are several interference sources in the same channel a mean value is calculated.

� A channel is affected by at most one source of interference. If several interference sources interfere
with the same channel (via adjacent channels as described earlier) the interference producing the
highest packet loss probability is used.
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Using this approach, 16 experiments were performed and compared with similar simulations. The properties
of the 16 experiments are shown in table 8. Note that in experiment 16 two sources of interferences have
been used (as in figure 20), but the Interference Builder will treat them as if they where a single interference
source. Figures 42 and 43 shows the results from the comparisons between the experiments in table 8 and
similar simulations. The x-axis shows the number of the experiment from table 8 and on the y-axis the
mean and the highest diff-DPAF from the affected channels stated for each experiment in table 8.

Experiment Interference Frequency [in MHz] Affected Channels
1 2433.00 and 2471.00 30-35 and 68-72
2 2436.00 and 2468.00 33-38 and 65-69
3 2440.00 and 2464.00 37-41 and 61-65
4 2444.00 and 2460.00 41-45 and 57-61
5 2446.00 and 2458.00 43-47 and 55-59
6 2449.50 and 2454.50 46-55
7 2450.00 and 2454.00 47-55
8 2450.50 and 2453.50 47-54
9 2451.00 and 2453.00 48-54

10 2451.25 and 2452.75 48-53
11 2451.50 and 2452.50 48-53
12 2451.60 and 2452.40 48-53
13 2451.70 and 2452.30 48-53
14 2451.75 and 2452.25 48-53
15 2451.85 and 2452.15 48-53
16 2452.00 and 2452.00 49-53

Table 8: Experiment Interference Frequency and affected channels
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Figure 42: Highest and mean diff-DPAF of the affected channels, level -56 and -52dBm

The highest diff-DPAF are at some points quite high while the mean diff-DPAF are overall satisfying.
The high diff-DPAF depends most likely on the same factors described earlier. However, note that none
of the large peaks are located at the last experiments which are the most important because in this the two
interference sources affect the same channels which was what these experiments and simulations should
examine.
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Figure 43: Highest and mean diff-DPAF of the affected channels, level -46 and -40dBm

As one can see in the figures 42 and 43 additional sources of interference produce more accurate
simulations (the diff-DPAF is lower). This is probably related to the large slope viewable in figures 34
and 35. This slope indicates that the difference in interference level from when an interference source
results in a low to a high packet loss probability is quite small.

The last experiment-simulation comparisions in this section are devoted to logger experiments compared
with logger simulations. How the model handles logger simulations is described more thoroughly in section
4.2.3 where 15 logger simulations are compared to 15 experiments. The settings of these experiments and
simulations can be found in table 9. Both simulations and experiments uses two sources of interference at
frequency 2450MHz and 2460MHz, both with level -45dBm.

Figures 44 and 45 shows the result from both experiments and simulations with a reading intervals of
one and two seconds (respectively). The value of the x-axis specifies the simulation number in table 9. The
results are overall satisfying, with divergences of only a few samples/s.
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Experiment Sampling rate [in Hz] Number of Samples
1 5000 50
2 5000 100
3 5000 250
4 5000 500
5 5000 1000
6 10000 50
7 10000 100
8 10000 250
9 10000 500
10 10000 1000
11 25000 50
12 25000 100
13 25000 250
14 25000 500
15 25000 1000

Table 9: Logger Simulations and Experiments with interference
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Figure 44: Logger Simulation vs. Experiment with interferences with a reading interval of 1s
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Figure 45: Logger Simulation vs. Experiment with interferences with a reading interval off 2s
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5.3 Logger Simulator
The Logger Simulator is simply a Dialog Window where the user can fill in the desired properties and
then the Simulation Program will construct an OTcl script file for NS2 for the desired simulation. The
simulation program will, during the NS2 simulation, read the output from the Logger Protocol (see section
4.2.3, evaluate it and then show the results as a plot as shown at the bottom of figure 29. Once a simulation
has been performed it is possible to save it and load it for later studies. Figure 46 shows an example of the
Dialog Window that the user of the Simulation Program uses to define his/her simulation.

A more thorough explanation of the different fields and how to use the Simulation settings in the dialog
can be found in the Simulation Program Manual in appendix E.

Figure 46: Logger Simulation Dialog Example
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5.4 Logger Reader
For evaluation purposes (and for other purposes) it is possible that the simulation program use results from
an actual DL141E logger. The simulation program programs the DL141E and reads its measured values.
The Logger Reader uses the javax comm API [44] for the serial communication with the DL141E12. The
Logger Reader keeps track of the correct time for a sample value, but it also logs the time when a value is
received. Thus it is possible to view how a signal sampled with the DL141E is received by the simulation
program in slow motion or fast forward. Figure 47 shows the Logger Reader Dialog for setting up Logger
Reader sessions.

Figure 47: Logger Reader Dialog Example

12The Java serial communication works well and reads the loggers’ for commercial purposes beyond this thesis.
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The Logger Reader has two limitations:

1. It supports only one active channel. This is sufficient because the Logger Reader is mainly an
evaluation tool and viewing one channel should be enough.

2. The reading interval can not be set to less than one second. This means that there could be a dead time
when the DL141E is neither sampling nor being read. However, it is possible to program the logger
so that it starts sampling after a reading period is over. Unfortunately, the DL141E does not support
sending samples at beginning of a reading period and so it will then be impossible to know the exact
time when the sampling was started. Knowing this time is crucial for determining a sample’s time
which is crucial for the Logger Reader, in order to evaluate the DL141E.
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6 Results
The results from this thesis should help answer the question: Which Logger configuration performs best
in a specific scenario? It is impossible to determine a specific configuration that always out performes all
other configurations at all time. Trivially using high sampling frequency and a large number of samples
results in the highest bit rate, however it also results in the largest delay of a measured value and the largest
gap in the measured signal. This is due to the lack of multitasking in the DL141E.

If one would like to set up a table containing the throughput for all configurations it would have to include:

� Number of samples : directly related to the buffer size. The number of samples could be every
integer from 1 to 256000, i.e. up to 256000 entries.

� Sampling frequency : Could be every integer from 1 to 30000, i.e up to 30000Hz.

� Sources of interference : This is a the most difficult part to treat. Should one use same packet loss
probability for all Bluetooth packets? For all channels? And how does the system developer know
which packet loss probability that is the correct for his/her setting.

Describing the throughput for all configurations would then in worst case require a �",TR	-"-	-�2o�	-"-	-"-ipq W R"8�2=��-	r entries table for each desired interference case. However, it is not neccesary to investigate all
sampling frequencies and all buffer sizes. Note that the DL141E is new on the market and no one knows
exactly which configurations that will be its main market.

Instead of publish a huge table in this report, this thesis provides a simulation program that could be used
and understood by anyone who has basic computer knowledges. The simulation program (described in
section 5) provides the user with results from specific cases specified by the user while in the end of this
section gives general evaluation results and optimization results of the logger.

Trivially a large number of samples and high sampling frequency results in the highest throughput, thus
a large number of samples reduces the overhead in the Logger and high sampling frequency reduces the
time when the logger samples are enqueued. However, because of the long delay collecting the measured
values of a large number of samples it might not be possible to use the full buffer approach in all cases.
Thus it would be interesting to find a number of samples were the delay is low and the overhead in multiple
reading intervals is negligible. Figure 48 shows results from simulations with different buffer approaches
at 0%, 25%, and 50% packet loss probability. In these simulations the logger has used text mode (with
all samples of the size 48 bits) and sampling frequency of 30kHz has been used. Figure 48 shows that
up to about 1000 samples per sampling interval throughput increases as the number of samples increases.
However, using buffer sizes of over 1000 samples has small effects on the throughput. Note also that at
high packet loss probability, the point were larger number of samples per transfer stops increaseing the
throughput is lower.

Figure 49 shows the time it takes to fill and send a buffer for the logger at the different buffer sizes from
figure 48. Figures 48 and 49 indicate that using a buffer size with approximately 1000 samples produces the
best compromise between maximum delay and throughput. Here the delay will be 33ms to fill the buffer
and 683ms to send it.
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Figure 48: Samples per Second with Different Buffer sizes
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Figure 49: Transfer Time with Different Buffer sizes
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The rest of this section will focus on 30 kHz sampling with 1000 samples per sampling interval. Two
logger configurations will be derived and compared:

1. Current logger configuration : The logger configuration that is used today by logger reader
software.

2. Optimized available logger configuration : The best logger configuration that could be achieved
with the settings that DL141E allows.

We know that the highest possible net bit rate for Bluetooth data traffic is 723.2kbit/s (see table 3), achieved
using DH5 packets. Because each sample are 14 bits the highest throughput in sample per second should
be s^t^uwv t�x y{z^z^zy}| p~,=��RQ, q W��$�$�Q�<� c�� �_UT� � �w� G�� . Trivially we see that the DL141E uses DM5 which according
to table 3 only has a net rate of 477.9kbit/s, the max sampling rate is 30kHz, thus one can only achieve 30
000samples/s, and the DL141E uses more than 14 bits to send each value. In the end of this section we will
examine more thorough were in the logger configuration that throughput are lost and how large the losses
are.

6.1 Optimizing the DL141E
The easiest optimization that could be done in the frame of the available settings of the DL141E is to change
from text mode to rawdata mode. The current logger reader programs uses text mode, but some tests have
been performed with the java logger reader mentioned in section 5.4. In text mode each sample uses up to 56
bits (but on average 48, which is the value used in the experiments in this section) even though each sample
is sampled with only a 14 bit ADC. However, the rawdata mode uses only 16 bits which will be a factor
of three improvement. Figure 50 shows number of samples per second for 1000 samples, 30kHz sampling
interval at packet loss probability from 0-75% for rawdata and text mode. The point were the throughput
has reached its half value compared to zero packet loss probability are highligted for both curves. Text mode
has reach its half value at approximately 36% packet loss propability while rawdata mode has reached its
at 38% packet loss propability, so non of the both performs obviously better in interference.

Because the text mode uses three times more data than the rawdata mode one would expect that the
rawdata mode would perform three times better than the textmode. However, figure 51 shows that a three
times improvement never is reached, but at higher packet loss probability the improvement is better than
with smaller loss probabilities. The reason is when using less bits per transfer there are fewer frames to
transfer hence it is less sensitive to interference. The reasons for the variances in figure 51 is that each
interference level is simulated 25 seconds and then the throughput is calculated. It can then varier how
many reading intervals that are read during a simulation and were in the sampling or sending of a interval
that the simulation is aborted. This has effects on the throughput. The fitted line in figure 51 is a least
squares fit of the improvement values.

Another large advantage of using rawdata mode instead of text mode is that receiving and typecasting
values from the logger in a logger reader program is handled more effective when rawdata mode is used.
This is however out of the scope for this thesis but interesting enough to be described briefly in appendix
F. This could also indirect effects the throughput thus many reader programs receives data from the logger,
process the data and then starts the logger sampling again, resulting in a delay when the logger does nothing.
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Figure 50: Samples Per Second with Text- vs. Rawdata Mode
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Figure 51: Rawdata Mode’s Effectiveness Compared to Text Mode
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For a DM5 packet the maximum net bit rate is according to table 3 477900bit/s. However, the current
logger configuration however uses only 115200bit/s which results in low use of the Bluetooth bandwidth.
In figure 52 the baudrate of the interface between the logger’s buffer and the Bluetooth module has been
increased in three steps: First from the standard RS-232 baudrate 115200bits/s to the standard baudrate
230400kbit/s. Second to the standard baudrate 460800kbits/s, and Finlay to the baudrate 480000kbits/s
which is slightly above the highest reachable net bit rate. The packet loss probability at which the half
Baudrate is reached compared to no packet loss is marked for each baudrate in figure 52, however it does
not point at any specific baudrate which out performs the others.

Using rawdata mode and the higher baudrate is the easiest ways of increase the throughput for the DL141E
without changing it’s fixed configuration. The DL141E which uses rawdata mode and 480000kbits/s
baudrate is called the optimized logger. Figure 53 shows the buffering’s effects on the throughput for
the optimized logger. The highest throughput is about 8000samples/seconds which is far from the highest
achievable throughput at 51657samples/seconds. What needs to be changed in the DL141E to achieved
maximum throughput will be described in next section (section 6.2).
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Figure 52: Samples Per Second with Higher Baudrates
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Figure 53: Buffering’s Effects on the Optimized Logger

6.2 Achieving Maximum Throughput
The DL141E is constructed in a way that prevents it from using the full capacity of the Bluetooth link. In
this section, different configurations will be investigated by repeatedly changing the configuration – until
the highest achievable throughput at about 51600samples/second (derived from maximum net bit rate of
723.2kbit/s as shown in table 3) will be reached. The optimizations are performed in an order starting
with the change which is believed to be the easiest change to the current logger’s construction and ending
with the change which is believed to be the most difficult construction & configuration change. Note
that all configurations in this section are assumptions concerning a future logger configuration. Actual
configurations are expected to only slightly diverge in throughput from these estimates. Figure 54 shows
three changes of the optimized logger with the purpose to increase the throughput.

? DM5 : Make sure that each DM5 Bluetooth packet is filled with data, i.e. according to table 1 each
packet should have 224 bytes of data. This increases the throughput at 1000 samples per reading
interval by about 300 samples/second.

? DH5 : Change to the more bandwidth effective Bluetooth packet DH5, and make sure that the
payload in each packet are filled, i.e. contains 339 bytes of data according to table 1. This increases
the throughput at 1000 samples per reading interval by about 2000samples/seconds.

? 14 bits : Only send 14 bits per sample, reducing the transmission overhead by two extra bits. This
results in a 1000 samples/second gain.

The packet loss probability where each configuration has reached its half non interference value is marked
for each configuration in figure 54. The point increases slightly for each improvement of the configuration.
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Figure 54: Throughput with Filled Bluetooth Packets

Still we have only reached less then a �� of the maximum achievable throughput. The results of the last
and most effective three configuration changes are shown in figure 55. The three different configurations
are:

1. Multitasking : Multitasking: Allows the logger to sample and send at the same time. This reduces
the idle time, i.e. when the Bluetooth Module is waiting for values to be ready to send, resulting in a
significant increase in throughput . This configuration change has also many other benefits, e.g. it is
now possible to measure continuous signals, the maximum delay of measured values will decrease,
the logger will be easier to program, etc. The number of samples in each reading interval is no
longer important – once we exceeded the number of samples will produce large Bluetooth frames
(about 1000 samples/second). However, there is still room for improvement; specifically by about
7000 samples/second to achieve 30000 samples/second which is the maximum sampling frequency
of the ADC. Because a DL141E with multitasking sampling and transmission does not exist it is not
possible to tell exactly how this logger would work. As to buffering, the approach in the simulation of
this configurtion drops as many samples as necessary, when the buffer is full and new values should
be added, which is the simplest approach.

2. Logger, Bluetooth Logger Interface : Logger, Bluetooth Logger Interface: The rest of the samples
are delayed in the interface between the logger’s buffer and the logger’s Bluetooth interface. By
allowing the Bluetooth module to fill a Bluetooth packet and send it whenever it is ready, results in
the second curve in figure 55 are achieved. Note that when the Bluetooth module is in control of the
buffer packet losses of upto 20% do not results in lower throughput. This is because the Bluetooth
module now has the ability to use the entire Bluetooth bandwidth.

3. Increase the sampling frequency : Given the above two improvements it is now possible to increase
the sampling frequency upto (almost) 52kHz, resulting in roughly the maximum number of samples
per second (51657.1samples/s) which the link can support.

The packet loss probability where each configuration has reached its half non interference value varies in
figure 55. The first configuration which uses multitasking sample and send, but the serial interface between
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the logger’s buffer and Bluetooth module has the same half throughput point as we have seen in earlier
configurations. However, in the second configuration, where the Bluetooth module are in complete control
of the buffer the half throughput point is higher (about 44%). The reason is that the Bluetooth module now
can send more values than the logger can produce, which allows the device to compensate for lost packets
which need to be retransmitted. The last configuration has the lowest half throughput point as we have seen
so far. The reaon is that here the maximum net bit rate of the Bluetooth protocol is used and every packet
lost will directly effect the throughput.
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Figure 55: Throughput with a multitasking Logger
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7 Conclusion
This section will summarize the work that has been done in this master’s thesis. In section 7.1 the
conclusions of the thesis are discussed, in section 7.2 proposals of future work are discussed, and finally in
section 7.3 the shortcomings of this thesis are discussed.

7.1 Thesis Conclusions
Generally speaking the DL141E is easy to use, produces accurate measurements, and responds to its
commands. However there are still a lot of optimizations that needs to be done to really use the bandwidth
available in the Bluetooth protocol.

The conclusions of this thesis are divided in three groups:

1. General : includes conclusions from the work in general. These are described in section 7.1.1.

2. Interferences : Interference is an important component of this masters thesis, sources of
interferences have been used in both simulations and experiments. The conclusions from this are
described in section 7.1.2.

3. Logger Configurations : as shown in section 6 these configurations have a large effect on the
throughput. In section 7.1.3 conclusions about these configurations are discussed.

7.1.1 Overview

The difficulties with this masters thesis could be summarized in the following items:

� Experiments : performing experiments is very time consuming. However evaluating the
experiments is even more time consuming. For example, to evaluate the first sets of experiments
that were performed in this thesis took about two weaks, the result was the determination that a
different set of experiments were needed. The problem of evaluating experiments properly includes
also figuring out a way of making the results available for others. An example of this is the
Interference Builder (see section 5.2) that uses experiments to derive packet loss probabilities at
Bluetooth channels for the simulations.

� The Logger : The DL141E was only recent developed and has not been used extensively. This has
sometimes made it difficult to know exactly how logger works and to use all of its functions. For
example, all the existing programs that read data from the DL141E use text mode, making it difficult
to perform experiments in rawdata mode. Tests were made with a program designed specifically for
this thesis that would read the logger in rawdata mode, but problems reprogramming (i.e. sending the
sample and send command shown in table 5) the logger after each reading interval made it impossible
to get accurate throughput measurements in rawdata mode.

7.1.2 Interference

Interferences are very difficult to categorize. It is not possible to say that a specific interference has a specific
effect on the Bluetooth device. Much research has been performed regarding how different Bluetooth
networks responds to different packet loss probabilities, but how does one know what packet loss probability
exist? Additionally this can vary between different scenarios.

One of the first results of this thesis was that to easily describe interference source one needs a flexible
way of adding interference sources to a model. This lead to the construction of the Interference builder
(described in section 5.2) which holds the results from a large number of experiments and produces a packet
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loss probability based on these experiments. The Interference builder allows the user to come to conclusions
of his/her system based on experiments performed in this thesis. However, the cost of the flexibility is the
loss of correctness. As shown in section 5.2.2 the packet sometimes diverge from an experiment compared
to a simulation.

7.1.3 Logger Configurations

The original question for this thesis was: “How does the size of the DL141E’s buffer affect the data
throughput, especially if there are interferences?” However in figure 48 in section 6 we have seen that
the design of the DL141E so far does not use more then about y|^z of the available Bluetooth bandwidth.
Thus rather than being concerned with the effects of interference it is more important to optimize the logger
as much as possible. There are several optimization that could be performed without changing the design
of the DL141E and there are also a number of optimization that quite easily could be changed in the design
of the DL141E. These are discussed further in section 7.2.1.

Section 6 also showed that one cannot simply focus on throughput when one considers the properties of
a logger system. Due to the lack of multitasking, i.e. the logger can not send and sample at the same
time, there will be delays in the measured values. These delay will increase as the number of samples each
sampling period increases, but the throughput will be lower using small number of samples per reading
interval, then using a large number of samples. About 1000 samples per interval was shown in section 6 to
be a good compromise between bandwidth and throughput (see figure 48 and 49).

The requested throughput and maximum allowed delay does however vary depending on which system
one would like to build. This lead to the construction of the simulation program (described in section 5)
where the user could perform his/her own simulations with different configurations and compare them to
other configurations. The simulation program was found to be the best way to:

� Fast and easy get an overview from a simulation.

� Allow users not familiar with NS2-UCBT (described in 4.1) with its extensions (described in section
4.2) to perform simulations.

� Utilize information from experiments to add interference sources (in form of packet loss probabilities)
to a simulation.

In section 6.2 we saw that increasing the number of samples per reading interval has less significance
when the logger is capable of multitasking. One only needs to make sure that enough samples are produced
for the Bluetooth module. While the simulation program and the figures in section 6 could help setting
up the most efficient logger configuration for the existing DL141E, further optimizations of the DL141E
design would have a far larger improvement on the logger’s throughput.
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7.2 Future Work
This section describes future work in the subject. It is divided in two sections:

1. Logger Improvements : proposals to optimize the DL141E. This section is mainly for the
developers of the DL141E.

2. Thesis Continuations : proposals of future work directly associated with this thesis. This section is
for future thesis and research projects that continue from where this work ends.

7.2.1 Logger Improvements

This thesis has shown that there are a number of optimizations that should be made in the DL141E
configuration and design. Table 10 summarizes the optimizations that were performed in section 6. With

Configuration Throughput Percent of maximum Improvement
throughput

Current logger configuration 1 300samples/s 2.5%
Rawdata mode 3 400samples/s 6.6% 261%

480kbit/s baudrate 7 000samples/s 13.6% 206%
Filled DM5 packets 7 300samples/s 14.1% 104%
Filled DH5 packets 9 500samples/s 18.4% 130%
14 bits per sample 10 500samples/s 20.3% 111%

Multitasking sample/send 23 500sample/s 45.5% 224%
Optimized logger to Bluetooth

module transfer 30 000sample/s 58.1% 128%
Increased sampling rate 51 600sample/s 100% 220%

Table 10: Logger Improvements

table 10 and section 6 as background this thesis propose the following future work in the logger design:

1. Ensure that all programs that read from the logger can use rawdata mode. This is the easiest change
that could be performed, but it has the largest improvement (calculated in percent) of the changes
actually performed in this thesis.

2. Investigate properly how the interface between the Logger’s buffer and the Bluetooth module is
working. This thesis has shown that many throughput improvements could be found here. Start with
trying to achieve higher baudrates, then try to make sure each Bluetooth packet is filled, and finally
make sure that the Bluetooth Module is fed with all values it can consume at all time. Achieving some
of these goals or only half way of them will increase the performance of the logger substantially.

3. Try to optimize the code for the microprocessor in the DL141E. To change so that only 14 bits are
send should not be very hard. It should not be impossible to increase the multitasking in the current
microprocessor to allow sampling and sending at the same time at least not if one could settle with
lower sampling rate. It should also be investigated properly if the sampling rate could be increased, it
is possible that changing the code correctly would increase the sampling rate. In section 6 this thesis
have shown that a sampling rate up to 52kHz is necessary to obtain maximum throughput. When
all investigations of the current DL141E source code has been performed and still full multitasking
at 52kHz has not been achieved an investigation about how much the cost will be for updating the
hardware in the logger to allow full performance should be done. The results from this investigation
should tell how future DL141E design should be performed.

Magnus Karlsson 63 12th April 2005



MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER 7 CONCLUSION

The DL141E in its current configuration is robust, easy to use, offers high sampling rate, and a large
memory. For the proposed systems today with the DL141E the design is probably more than enough.
However, the main result of this thesis is that one should not perform any Bluetooth optimization until
at least these three aspects have been properly investigated.

7.2.2 Thesis Continuations

The characterization of sources of interference and their affect upon Bluetooth could be investigated
further. This thesis suggests that future investigations focus (as this thesis has done) more on how a given
interference source changes the packet loss probability. Rather than has been done earlier where the focus
has been on how the loss probability affects Bluetooth’s throughput. Additionally, further characterizations
as performed in this thesis could be done. The following four subjects are examples of what could be
investigated further:

1. How different Bluetooth packets responds to signal interferences (generated from a signal generator,
as in this thesis) at different frequencies with different levels.

2. Investigate the difference between the different Bluetooth transmit power classes (see table 2).

3. Try to find out what the most common sources of interference for a Bluetooth device are, focused on
future systems with the DL141E

4. In the future when there are several DL141E systems in use it would be interesting to measure some
of them to see how they differ with respect to throughput and packet loss.

The list could be made longer, thus it is necessary to limit the experiments to the scenarios that one are
interested in and limit the sources of interference that one would like to investigate to sources of interference
that are present in the environment that one would like to examine.

Future systems using the DL141E may use many loggers connected to the same computer. Although the
current version of the logger supports constructions of piconets, it is not fully implemented yet - as the
developers wish to examine more thoroughly which scheduling algorithm to use. A reader program that
reads multiple loggers also needs to have a suitable scheduling algorithm to help deciding which order to
read the loggers. The scheduling algorithm should be selected after performing simulations with extensions
to the model and simulation program provided by this thesis. This thesis suggest that another thesis project
should be undertaken, for example a 10 credit C-level thesis, suitable for two students. A more formal
description of this proposed thesis can be found in appendix G.

Another possible thesis that continues the work from this thesis is to examine the possibilities of
constructing simple scatternets with the DL141E. Such a scatternet thesis would focus on the scheduling
algorithm thesis (described above), while build its foundations on this thesis and using the simulation
program and model to perform simulations that should provide the information necessary to construct
simple scatternets with the DL141E. The scatternet thesis is probably a C-level 10 credits thesis, appropriate
for one or two students. A more formal description of the thesis can be found in appendix H.

7.3 Shortcomings
The shortcomings of this thesis are mainly associated with the experiments. It would have been interesting
performing more experiments with more sources of interferences and several Bluetooth devices. The reason
why many of the desired experiments were omitted are the following:

1. It takes long time performing experiments and evaluating them in an appropriate way. It is important,
not only that the right experiment is performed, but that the experiment can be followed by an accurate
evaluation allowing others to take advantage of the result.
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2. Whenever experiments are made one are limited to the resources at the lab. In this thesis there were
good access of equipment, but still one can not perform all experiments that one would desire. E.g.
IUC did not have the resources to measure large networks, i.e. networks containing many loggers,
nor was it possible to add all types of interferences that were desired.
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A Word List

affected channels The Bluetooth channels that are affected by a source of interference.

Asynchronous Connectionless
(ACL)

Bluetooth’s service for data transmission.

BlueCenter/IUC IUC is short for Industrial Development Centre which is the company
in Olofström for which this thesis has been performed. BlueCenter is
an apartment of IUC that performs researches and developments with
Bluetooth.

Bluetooth Protocol for short distance wireless communication. The data
communication between the logger and the logger reader uses
Bluetooth.

Bluetooth data packets Bluetooth has six different data packets, see DMx and DHx

buffer In this thesis, the memory of the logger i.e. the DL141E. The DL141E
uses three buffer approaches: immediate were collected values are sent
when they arrive without buffering, k-buffering where � values are
stored in the buffer, and full-buffering where the buffer is filled before
the values are transfered.

CMU200 A Bluetooth protocol analyser.

connectBlue The company that delivered the Bluetooth module in the DL141E.

DHx High rate Bluetooth packet. Could be DH1, DH3 or DH5

DL141E The name of the logger (developed by BlueCenter/IUC) that this thesis
has focused on.

diff-DPAF difference in DPAF between (often) a simulation and an experiment.
See DPAF.

DMx Forward Error Corrected (FEC) Bluetooth packet. Could be DM1, DM3
or DM5

DPAF Divergence expressed as Percentage At Frequency. Used in this thesis to
describe difference in number of packets send in the different Bluetooth
channels.

Faraday’s cage A RF-screened off cage for performing experiments with no unknown
sources off interferences.

Magnus Karlsson 69 12th April 2005



MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER A WORD LIST

FERRvsDist table The table (located in the lossfile) that specifyes the packet loss
probability for a specific Bluetooth packet at a specific distance.

FERRvsChan table The table (located in the lossfile) that specifyes the packet loss
probability for a specific Bluetooth packet at a specific Bluetooth
channel.

Frequency hoping Bluetooth’s strategy of avoiding interferences by hoping between 79
transfer channels.

Industrial Development Centre The company in Olofström for which this thesis has been performed.
See also BlueCenter/IUC

interference Builder A Java dialog window based on experiments for constructing a lossfile
for the loss handler.

ISM Industrial, Scientific and Medical. The free band in which Bluetooth
operates.

Logger protocol An extension of NS2-UCBT for enable logger simulations.

Logger Simulator A part of the simulation program performing logger simulations.

Logger’s reading interval The interval in seconds by which the logger starts sample and send.

Loss Handler An extension of NS2-UCBT for handle losses of Bluetooth packets.

maximum throughput Maximum achievable number of samples per seconds, i.e. 51657.1
samples/s for the DL141E.

Merlin A Bluetooth traffic sniffer.

Model In this thesis, NS2-UCBT with extensions and Interference adder for
performing Logger simulations.

Multitasking In this thesis the ability of the logger tosample and send at the same
time.

Network Simulator 2 The simulation program used in this thesis for all simulations.

NS2 See Network Simulator 2.

NS2-Agent The device connected to the NS2-node in this thesis often a logger agent
or a logger sink agent.

NS2-Node A node in the NS2 simulation. In this thesis Bluetooth node are used.
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NS2-UCBT See Network Simulator 2 and UCBT.

Logger A device that collects samples stores them in its memory and sends
them (in this thesis) wireless to e.g. a computer. See also DL141E.

Logger Reader A program that reads the values from a logger.

lossfile The file that specifies the packet loss probability for a specific distance,
Bluetooth packet and channel. The file is used by the loss Handler.

optimized logger The best available throughput with the current DL141E design.

OTcl/Tcl The script language that one uses to construct simulations with NS2.

packet loss probability The probability (in percent) that a Bluetooth packet is lost.

packet trace The tracefile showing all transferred packets in a Bluetooth network.
The packet trace are produced by Merlin and Virtual Merlin

PaI Simulator A part of the simulation program that sends a Bluetooth packet at a
specific interval. The PaI Simulator are used to evaluate the Interference
Builder.

piconet A Bluetooth master can connect from one up to seven slaves, forming a
piconet.

point-to-point A piconet with only two bluetooth devices.

point-to-multipoint A piconet with multiple bluetooth devices.

power classes Bluetooth supports three different power classes for different distances
between the Bluetooth devices.

rawdata mode A mode were the DL141E uses 16 bits per sampled value when
transferring.

scatternet A Bluetooth device acting as slave in one net and master in another can
bridge packets from one piconet to another. These Bluetooth devices
form a scatternet

Simulation Builder Part of the simulation program that creates the OTcl/Tcl script to
perform NS2 simulations.

Sources of Interference In this thesis, interferences that results in retransmissions of Bluetooth
packets.
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Syncronous Connection Ori-
ented (SCO)

Bluetooth’s service for real-time applications, especially voice.

text mode A mode the DL141E sends its sampled values as text which leads to that
up to 56 bits are used for transfer a sampled value.

traffic summary The HTML file showing a summary of a Bluetooth network. The traffic
summary are produced by Merlin and Virtual Merlin

UCBT The Bluetooth extension of NS2 from the University of Cincinnati.

Virtual Merlin An extension of NS2-UCBT that produces Merlin similar statistics in
HTML format.
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B Merlin Traffic Summary
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C Virtual Merlin Example
Examples of outputs generated by the Virtual Merlin sniffer. Note that neither the traffic summary nor the
packet trace is as detailed as the actual Merlin traces.

C.1 Traffic Summary
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C.2 Packet Trace
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D Logger Protocol

D.1 Logger Agent code
D.1.1 logger.h
/ � � F i l e : Header F i l e f o r a new ’ Logger ’ Agent C l a s s f o r t h e ns� ne twork s i m u l a t o r ( wi th UCBT e x t e n s i o n s )� Author : Magnus K a r l s s o n ( mk11bq@telia . com ) , J a n u a r y 2005� � /

# i f n d e f NS_LOGGER_H
# d e f i n e NS_LOGGER_H

# i n c l u d e " t i m e r � h a n d l e r . h"
# i n c l u d e " a g e n t . h "
# i n c l u d e " t c l c l . h "
# i n c l u d e " p a c k e t . h "
# i n c l u d e " a d d r e s s . h "
# i n c l u d e " i p . h"

/ / Header f o r t h e p a c k e t s send by t h e Logger
s t r u c t h d r _ l o g g e r {

i n t s i z e ; / / P a c k e t s i z e
bool ok ; / / I s t h i s a p a c k e t c o n t a i n i n g OK?
bool change ; / / Shou ld som s e t t i n g s be changed
char command ; / / Which s e t t i n g s ?
i n t v a l u e ; / / New v a l u e

s t a t i c i n t o f f s e t _ ; / / o f f s e t f o r t h i s h e a d e r
i n l i n e s t a t i c i n t & o f f s e t ( ) { re turn o f f s e t _ ; }
i n l i n e s t a t i c h d r _ l o g g e r � a c c e s s ( P a c k e t � p ) {

re turn ( h d r _ l o g g e r � ) p � >a c c e s s ( o f f s e t _ ) ;
}

} ;

c l a s s LoggerAgent ;

/ / Sende r u s e s t h i s t i m e r t o
/ / s c h e d u l e n e x t l o g g e r send t ime
c l a s s SendTimer : p u b l i c TimerHand le r {

p u b l i c :
SendTimer ( LoggerAgent � t ) : T imerHand le r ( ) , t _ ( t ) { }
i n l i n e v i r t u a l vo id e x p i r e ( Even t � ) ;

p r o t e c t e d :
LoggerAgent � t _ ;

} ;

/ / Sende r u s e s t h i s t i m e r t o
/ / s c h e d u l e n e x t l o g g e r r e a d t ime
c l a s s ReadTimer : p u b l i c TimerHand le r {

p u b l i c :
ReadTimer ( LoggerAgent � t ) : T imerHand le r ( ) , t _ ( t ) { }
i n l i n e v i r t u a l vo id e x p i r e ( Even t � ) ;

p r o t e c t e d :
LoggerAgent � t _ ;

} ;

/ / The l o g g e r a g e n t c l a s s . Bu i ld t o s i m u l a t e t h e DL141E l o g g e r
/ / from B l u e c e n t e r IUC , öOlof s t rm .
c l a s s LoggerAgent : p u b l i c Agent {

p u b l i c :
LoggerAgent ( ) ;
vo id send_pk t ( ) ; / / c a l l e d by SendTimer : e x p i r e ( Sende r )
vo id r e a d _ l o g g e r ( ) ; / / c a l l e d by readTimer : e x p i r e
i n t command ( i n t a r g c , cons t char � cons t � a rgv ) ;
vo id r e c v ( P a c k e t � , Hand le r � ) ; / / Rece ivs p a c k e t s from t h e l o g g e r � s i n k

p r o t e c t e d :
/ / Agent / Logger sampleNumber_ ( t c l v a r i a b l e )
i n t nsamp_ ; / / Number o f samples
/ / Agent / Logger sampleS ize_ ( t c l v a r i a b l e )
i n t sampSize_ ; / / S i z e o f t h e samples 1 6 or 4 8 ( e x p e c t e d ) f o r DL141E
/ / Agent / Logger sampl ingRa te_ ( t c l v a r i a b l e )
i n t sampFrq_ ; / / Sampling f r e q u e n c y
/ / Agent / Logger s a m p l i n g P e r i o d s _ ( t c l v a r i a b l e )
i n t r i n t _ ; / / Reading i n t e r v a l o f t h e l o g g e r
/ / Agent / Logger baudRa te_ ( t c l v a r i a b l e )
i n t baud_ ; / / Baudra t e f o r t h e RS232 i n t e r f a c e
/ / Agent / Logger t i m e o u t _ ( t c l v a r i a b l e )
double t i m e o u t _ ; / / Timeout f o r t h e RS232 i n t e r f a c e

p r i v a t e :
SendTimer s n d _ t i m e r _ ; / / Send t i m e r
ReadTimer r d _ t i m e r _ ; / / Read&send t i m e r
bool s e n d i n g ; / / I s l o g g e r s e n d i n g
bool s t o p ; / / I s l o g g e r r u n n i n g

double o l d t i m e ;
i n t b u f f e r S i z e ;

} ;

# e n d i f
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D.1.2 logger.cc
/ � � F i l e : Code f o r a new ’ Logger ’ Agent C l a s s f o r t h e ns� ne twork s i m u l a t o r ( wi th UCBT e x t e n s i o n s )� Author : Magnus K a r l s s o n ( mk11bq@telia . com ) , J a n u a r y 2005� � /

# i n c l u d e " l o g g e r . h "
# i n c l u d e " l o g g e r � s i n k . h "
# i n c l u d e < math . h>

i n t h d r _ l o g g e r : : o f f s e t _ ;

s t a t i c c l a s s LoggerHeade rClas s : p u b l i c P a c k e t H e a d e r C l a s s {
p u b l i c :

Logge rHeade rClas s ( ) : P a c k e t H e a d e r C l a s s ( " Packe tHeade r / Logger " ,
s i z e o f ( h d r _ l o g g e r ) ) {

b i n d _ o f f s e t (& h d r _ l o g g e r : : o f f s e t _ ) ;
}

} c l a s s _ l o g g e r h d r ;

s t a t i c c l a s s LoggerClas s : p u b l i c T c l C l a s s {
p u b l i c :

Logge rClas s ( ) : T c l C l a s s ( " Agent / Logger " ) { }
T c l O b j e c t � c r e a t e ( i n t , cons t char � cons t � ) {

re turn ( new LoggerAgent ( ) ) ;
}

} c l a s s _ l o g g e r ;

/ / When s n d _ t i m e r _ e x p i r e s c a l l LoggerAgent : s end_pk t ( )
vo id SendTimer : : e x p i r e ( Even t � )
{

t _ � >send_pk t ( ) ;
}

/ / When r d _ t i m e r _ e x p i r e s c a l l LoggerAgent : r e a d _ l o g g e r ( )
vo id ReadTimer : : e x p i r e ( Even t � )
{

t _ � >r e a d _ l o g g e r ( ) ;
}

/ / LoggerAgent c o n s t r u c t o r
LoggerAgent : : LoggerAgent ( ) : Agent (PT_LOGGER ) , s n d _ t i m e r _ ( t h i s ) ,

r d _ t i m e r _ ( t h i s )
{

s e n d i n g = f a l s e ;
s t o p = t rue ;
b ind ( " sampleNumber_" ,& nsamp_ ) ;
b ind ( " sampleS ize_ " ,& sampSize_ ) ;
b ind ( " sampl ingRa te_ " ,& sampFrq_ ) ;
b ind ( " baudRa te_" ,& baud_ ) ;
b ind ( " s a m p l i n g P e r i o d s _ " ,& r i n t _ ) ;
b ind ( " t i m e o u t _ " ,& t i m e o u t _ ) ;

}

/ / Execu te t c l commands
i n t LoggerAgent : : command ( i n t a r g c , cons t char � cons t � a rgv )
{

i f ( a r g c = = 2 ) {
i f ( s t r cmp ( a rgv [ 1 ] , " s t a r t " ) = = 0 ) {

i f ( s t o p == t rue ) {
s t o p = f a l s e ;
r e a d _ l o g g e r ( ) ;

}
re turn ( TCL_OK) ;

}
e l s e i f ( s t r cmp ( a rgv [ 1 ] , " r e a d " ) = = 0 ) {

i f ( s t o p == t rue ) {
s t o p = f a l s e ;

/ / Check i f t h e l o g g e r i s s e n d i n g
i f ( s e n d i n g = = t rue )

re turn ( TCL_OK) ;

s e n d i n g = t rue ;

double t s = ( double ) 1 / sampFrq_ ;
s n d _ t i m e r _ . r e s c h e d ( t s � (double ) nsamp_+ t i m e o u t _ ) ;
b u f f e r S i z e =( i n t ) c e i l ( ( double ) ( nsamp_ � sampSize_ ) / 8 ) ;
b u f f e r S i z e + = 5 ; / / "DATA: "
o l d t i m e = S c h e d u l e r : : i n s t a n c e ( ) . c l o c k ( ) + t s � (double ) nsamp_ ;

}
re turn ( TCL_OK) ;

}
e l s e i f ( s t r cmp ( a rgv [ 1 ] , " s t o p " ) = = 0 ) {

s t o p = t rue ;
re turn ( TCL_OK) ;

}
}
e l s e i f ( a r g c = = 4 ) {

i f ( s t r cmp ( a rgv [ 2 ] , " s a m p l e _ s i z e " ) = = 0 ) {
i f ( s t o p == t rue )

sampSize_ =( i n t ) round ( a t o f ( a rgv [ 3 ] ) ) ;
re turn ( TCL_OK) ;

}
e l s e i f ( s t r cmp ( a rgv [ 2 ] , " b a u d _ r a t e " ) = = 0 ) {
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i f ( s t o p == t rue )
baud_ =( i n t ) round ( a t o f ( a rgv [ 3 ] ) ) ;

re turn ( TCL_OK) ;
}
e l s e i f ( s t r cmp ( a rgv [ 2 ] , " t i m e o u t " ) = = 0 ) {

i f ( s t o p == t rue )
t i m e o u t _ =( i n t ) round ( a t o f ( a rgv [ 3 ] ) ) ;

re turn ( TCL_OK) ;
}

}
/ / I f t h e command hasn ’ t been p r o c e s s e d by LoggerAgent ( ) : : command ,
/ / c a l l t h e command ( ) f u n c t i o n f o r t h e base c l a s s
re turn ( Agent : : command ( a r g c , a rgv ) ) ;

}

/ / Rece ives r e s p o n d s from t h e LoggerS ink
vo id LoggerAgent : : r e c v ( P a c k e t � pk t , Hand le r � )
{

h d r _ l o g g e r s i n k � hdr = h d r _ l o g g e r s i n k : : a c c e s s ( pk t ) ;
i f ( hd r � >change== t rue ) {

s t o p = t rue ;
i f ( hd r � >command ==’ a ’ )

sampFrq_ = hdr � >v a l u e ;
e l s e i f ( hd r � >command ==’b ’ )

nsamp_ = hdr � >v a l u e ;
e l s e i f ( hd r � >command ==’h ’ )

r i n t _ = hdr � >v a l u e ;
P a c k e t � p k t r e t = a l l o c p k t ( ) ;
h d r _ l o g g e r � h d r _ l = h d r _ l o g g e r : : a c c e s s ( p k t r e t ) ;
h d r _ l � >ok = t rue ;
h d r _ l � >change = t rue ;
h d r _ l � >command = hdr � >command ;
h d r _ l � >v a l u e = hdr � >v a l u e ;
s i z e _ = 2 2 4 ; / / Force t o use DM5
send ( p k t r e t , 0 ) ;

}
e l s e i f ( hd r � >okRece ived== t rue ) {

s e n d i n g= f a l s e ;
i f ( r i n t _ ==0)

r d _ t i m e r _ . r e s c h e d ( 0 . 0 0 3 7 5 ) ;
}
e l s e {

/ / R e s c h e d u l e s
double t ime = S c h e d u l e r : : i n s t a n c e ( ) . c l o c k ( ) ;
i f ( ( t ime � o l d t i m e )> t i m e o u t _ )

s n d _ t i m e r _ . r e s c h e d ( t ime � o l d t i m e ) ;
e l s e

s n d _ t i m e r _ . r e s c h e d ( t i m e o u t _ ) ;
}

P a c k e t : : f r e e ( pk t ) ;
}

/ / Sends t h e B u f f e r
vo id LoggerAgent : : s end_pk t ( )
{

double t ime ;
i n t s e n d S i z e , numDM5Pkt;

i f ( s t o p == t rue ) {
s e n d i n g = f a l s e ;
re turn ;

}

i f ( b u f f e r S i z e > 0 ) {
t ime = S c h e d u l e r : : i n s t a n c e ( ) . c l o c k ( ) ;

s e n d S i z e = ( i n t ) c e i l ( t i m e o u t _ � baud_ / 8 ) ;
i f ( b u f f e r S i z e < s e n d S i z e )

s e n d S i z e = b u f f e r S i z e ;

b u f f e r S i z e � =s e n d S i z e ;

o l d t i m e = t ime ;

/ / F o r c e s UCBT t o use t h e same packes as t h e DL141E
numDM5Pkt = ( i n t ) c e i l ( ( double ) ( s e n d S i z e + 9 ) / 2 2 4 ) ;
s i z e _ = 224 � numDM5Pkt+(numDM5Pkt � 1) � 40+13;

/ / C r e a t e a new p a c k e t
P a c k e t � pk t = a l l o c p k t ( ) ;
/ / Acces s t h e P ing h e a d e r f o r t h e new p a c k e t :
h d r _ l o g g e r � hdr = h d r _ l o g g e r : : a c c e s s ( pk t ) ;
/ / Se t h e a d e r v a l u e s
hdr � >s i z e = s e n d S i z e ;
hdr � >ok = f a l s e ;
hd r � >change = f a l s e ;

/ / Send t h e p a c k e t
send ( pk t , 0 ) ;

}
e l s e { / / Sends t h e OK p a c k e t .

/ / C r e a t e a new p a c k e t
P a c k e t � pk t = a l l o c p k t ( ) ;
/ / Acces s t h e P ing h e a d e r f o r t h e new p a c k e t :
h d r _ l o g g e r � hdr = h d r _ l o g g e r : : a c c e s s ( pk t ) ;
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s i z e _ = 2 2 4 ;
hdr � >s i z e = 1 1 ;

hdr � >ok = t rue ;
hd r � >change = f a l s e ;
s end ( pk t , 0 ) ;

}
}

/ / Schedu le t o sample&send each i n t e r v a l l i f t h e l o g g e r
/ / i s done s e n d i n g and i f i t i s no t s t o p p e d .
vo id LoggerAgent : : r e a d _ l o g g e r ( ) {

/ / R e s c h e d u l e s n e x t i n t e r v a l
i f ( s t o p == f a l s e && r i n t _ >0)

r d _ t i m e r _ . r e s c h e d ( r i n t _ ) ;

/ / Check i f t h e l o g g e r i s s e n d i n g
i f ( s e n d i n g = = t rue )

re turn ;

s e n d i n g = t rue ;

double t s = ( double ) 1 / sampFrq_ ;
s n d _ t i m e r _ . r e s c h e d ( t s � ( double ) nsamp_+ t i m e o u t _ ) ;
b u f f e r S i z e =( i n t ) c e i l ( ( double ) ( nsamp_ � sampSize_ ) / 8 ) ;
o l d t i m e = S c h e d u l e r : : i n s t a n c e ( ) . c l o c k ( ) + t s � ( double ) nsamp_ ;

}
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D.2 Logger SinkAgent code
D.2.1 logger-sink.h
/ � � F i l e : Header F i l e f o r a new ’ Logger ’ S ink Agent C l a s s f o r t h e ns� ne twork s i m u l a t o r ( wi th UCBT e x t e n s i o n s )� Author : Magnus K a r l s s o n ( mk11bq@telia . com ) , J a n u a r y 2005� � /

# i f n d e f NS_LOGGER_SINK_H
# d e f i n e NS_LOGGER_SINK_H

# i n c l u d e " a g e n t . h "
# i n c l u d e " t c l c l . h "
# i n c l u d e " p a c k e t . h "
# i n c l u d e " a d d r e s s . h "
# i n c l u d e " i p . h"

/ / The h e a d e r f o r t h e LoggerS inkAgen t p a c k e t .
s t r u c t h d r _ l o g g e r s i n k {

bool okRece ived ; / / I s OK p a c k e t r e c e i v e d

bool change ; / / I s change p a c k e t r e c e i v e d
char command ; / / Command f o r change p a c k e t
i n t v a l u e ; / / New v a l u e

s t a t i c i n t o f f s e t _ ; / / o f f s e t f o r t h i s h e a d e r
i n l i n e s t a t i c i n t & o f f s e t ( ) { re turn o f f s e t _ ; }
i n l i n e s t a t i c h d r _ l o g g e r s i n k � a c c e s s ( P a c k e t � p ) {

re turn ( h d r _ l o g g e r s i n k � ) p � >a c c e s s ( o f f s e t _ ) ;
}

} ;

c l a s s LoggerS inkAgen t : p u b l i c Agent {
p u b l i c :

Logge rS inkAgen t ( ) ;
i n t command ( i n t a r g c , cons t char � cons t � a rgv ) ;
vo id r e c v ( P a c k e t � , Hand le r � ) ;

p r i v a t e :
i n t nbRecPkt ; / / Numbre of r e c e i v e d p a c k e t s
bool f i r s t ;

} ;

# e n d i f

Magnus Karlsson 84 12th April 2005



MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER D LOGGER PROTOCOL

D.2.2 logger-sink.cc
/ � � F i l e : Code f o r a new ’ Logger ’ S ink Agent C l a s s f o r t h e ns� ne twork s i m u l a t o r ( wi th UCBT e x t e n s i o n s )� Author : Magnus K a r l s s o n ( mk11bq@telia . com ) , J a n u a r y 2005� � /

# i n c l u d e " l o g g e r � s i n k . h "
# i n c l u d e " l o g g e r . h "
# i n c l u d e < math . h>

i n t h d r _ l o g g e r s i n k : : o f f s e t _ ;

s t a t i c c l a s s LoggerS inkHeade rClas s : p u b l i c P a c k e t H e a d e r C l a s s {
p u b l i c :

Logge rS inkHeade rClas s ( ) : P a c k e t H e a d e r C l a s s ( " Packe tHeade r / LoggerS ink " ,
s i z e o f ( h d r _ l o g g e r s i n k ) ) {

b i n d _ o f f s e t (& h d r _ l o g g e r s i n k : : o f f s e t _ ) ;
}

} c l a s s _ l o g g e r s i n k h d r ;

s t a t i c c l a s s LoggerS inkClas s : p u b l i c T c l C l a s s {
p u b l i c :

Logge rS inkClas s ( ) : T c l C l a s s ( " Agent / LoggerS ink " ) { }
T c l O b j e c t � c r e a t e ( i n t , cons t char � cons t � ) {

re turn ( new LoggerS inkAgen t ( ) ) ;
}

} c l a s s _ l o g g e r s i n k ;

/ / LoggerS inkAgen t c o n s t r u c t o r
LoggerS inkAgen t : : LoggerS inkAgen t ( ) : Agent (PT_LOGGERSINK )
{

nbRecPkt =0 ;
f i r s t = t rue ;

}

/ / Execu te commands
i n t LoggerS inkAgen t : : command ( i n t a r g c , cons t char � cons t � a rgv )
{

i f ( a r g c = = 4 ) {
i f ( s t r cmp ( a rgv [ 1 ] , " change " ) = = 0 ) {

P a c k e t � pk t = a l l o c p k t ( ) ;
h d r _ l o g g e r s i n k � hdr = h d r _ l o g g e r s i n k : : a c c e s s ( pk t ) ;
hd r � >okRece ived= f a l s e ;
hd r � >change= t rue ;

i f ( s t r cmp ( a rgv [ 2 ] , " s a m p l i n g _ r a t e " ) = = 0 ) {
hdr � >command = ’ a ’ ;
hd r � >v a l u e =( i n t ) round ( a t o f ( a rgv [ 3 ] ) ) ;
s i z e _ = 2 2 4 ; / / f o r c e t o use DM5;
send ( pk t , 0 ) ;
re turn ( TCL_OK) ;

}
e l s e i f ( s t r cmp ( a rgv [ 2 ] , " number_of_samples " ) = = 0 ) {

hdr � >command = ’ b ’ ;
hd r � >v a l u e =( i n t ) round ( a t o f ( a rgv [ 3 ] ) ) ;
s i z e _ = 2 2 4 ; / / f o r c e t o use DM5
send ( pk t , 0 ) ;
re turn ( TCL_OK) ;

}
e l s e i f ( s t r cmp ( a rgv [ 2 ] , " s a m p l i n g _ p e r i o d s " ) = = 0 ) {

hdr � >command = ’ h ’ ;
hd r � >v a l u e =( i n t ) round ( a t o f ( a rgv [ 3 ] ) ) ;
s i z e _ = 2 2 4 ; / / f o r c e t o use DM5;
send ( pk t , 0 ) ;
re turn ( TCL_OK) ;

}
}

}
/ / I f t h e command hasn ’ t been p r o c e s s e d by LoggerAgent ( ) : : command ,
/ / C a l l t h e command ( ) f u n c t i o n f o r t h e base c l a s s
re turn ( Agent : : command ( a r g c , a rgv ) ) ;

}

vo id LoggerS inkAgen t : : r e c v ( P a c k e t � pk t , Hand le r � )
{

double t ime = S c h e d u l e r : : i n s t a n c e ( ) . c l o c k ( ) ;

h d r _ l o g g e r � h d r _ l = h d r _ l o g g e r : : a c c e s s ( pk t ) ;

nbRecPkt ++;

i f ( h d r _ l � >change== t rue ) {
i f ( h d r _ l � >command ==’ a ’ ) {

p r i n t f ( "FREQ=%d \ n " , h d r _ l � >v a l u e ) ;
}
e l s e i f ( h d r _ l � >command ==’b ’ ) {

p r i n t f ( "SAMPLES=%d \ n " , h d r _ l � >v a l u e ) ;
}

e l s e i f ( h d r _ l � >command ==’h ’ ) {
p r i n t f ( " Seconds=%d \ n " , h d r _ l � >v a l u e ) ;

}
}
e l s e i f ( h d r _ l � >ok== f a l s e ) {

i f ( f i r s t == t rue )
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p r i n t f ( "DATA : \ n " ) ;
f i r s t = f a l s e ;

p r i n t f ( " r l %f %d \ n " , t ime , h d r _ l � >s i z e ) ;
}

i f ( nbRecPkt >=11) {
/ / C r e a t e a new p a c k e t
P a c k e t � p k t r e t = a l l o c p k t ( ) ;

/ / Acces s t h e P ing h e a d e r f o r t h e new p a c k e t :
h d r _ l o g g e r s i n k � h d r _ l s = h d r _ l o g g e r s i n k : : a c c e s s ( p k t r e t ) ;
h d r _ l s � >okRece ived = h d r _ l � >ok ;
i f ( h d r _ l � >ok== t rue ) {

p r i n t f ( "OK\ n " ) ;
f i r s t = t rue ;

}
s i z e _ = 2 2 4 ; / / Force t o use DM5
send ( p k t r e t , 0 ) ;
nbRecPkt =0 ;

}
e l s e i f ( h d r _ l � >ok== t rue ) {

p r i n t f ( "OK\ n " ) ;
f i r s t = t rue ;
/ / C r e a t e a new p a c k e t
P a c k e t � p k t r e t = a l l o c p k t ( ) ;
/ / Acces s t h e P ing h e a d e r f o r t h e new p a c k e t :
h d r _ l o g g e r s i n k � h d r _ l s = h d r _ l o g g e r s i n k : : a c c e s s ( p k t r e t ) ;
h d r _ l s � >okRece ived = t rue ;
s i z e _ = 0 ; / / Force t o use DM1
send ( p k t r e t , 0 ) ;

}
e l s e {

/ / C r e a t e a new p a c k e t
P a c k e t � p k t r e t = a l l o c p k t ( ) ;
/ / Acces s t h e P ing h e a d e r f o r t h e new p a c k e t :
h d r _ l o g g e r s i n k � h d r _ l s = h d r _ l o g g e r s i n k : : a c c e s s ( p k t r e t ) ;
h d r _ l s � >okRece ived = f a l s e ;
s i z e _ = 0 ; / / Force t o use DM1
send ( p k t r e t , 0 ) ;

}
P a c k e t : : f r e e ( pk t ) ;

}
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E Simulation Program Manual
With the simulation program it is possible to:

1. Simulate different settings of the DL141E.

2. Display contents of a text file capture of the DL141E.

3. Capture values from a DL141E via a RS232 interface.

4. Add sources of interference to the simulation.

5. Compare simulations with experiments.

The simulation program measures throughput and maximum delay. It also shows the results from the
simulations in form of how an sinus signal should be reproduced by the logger. The frequency, resolution,
amplitude, offset and phase of the sinus signal could be set. It is also possible to see in slowmotion how the
values arrive from the logger and how the signal is reproduced. While many graphic simulation program
focus on showing how packets arrive to from the sender to the receiver this simulation program shows a
sinus signal instead. The reason is that this is more likely to show the actual case even though it is not only
sinus signal one would like to measure with the DL141E. In figure 56 the initial window of the simulation
program is shown. The contents of the window in figure 56 are:

1. Plotter Settings... : Displays the dialog window for setting up simulations, reading of logger
captured text files, and logger captures. Examples of plotter setting dialogs are shown in figure 57,
58 and 59

2. PaI-Simulator : Displays the window for performing PaI-Simulations. These simulations are
intended to be used for comparing packet losses in simulations and experiments. The PaI-Simulator
are described more thorough in section E.1.

3. Clear Plots : Clears the current curves in the plots.

4. About : Shows a window with information about the simulation program.

5. Exit : Exits the simulation program.

To start a new Simulation, logger file reading or logger capture press the button Plotter Settings.... The
dialog shown in figure 57 are displayed.
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1 2 3 4 5

Figure 56: Simulation Program: Initial Window

The contents of the dialog in figure 57 are:

1. Clear Simulations : Removes all simulations performed.

2. Load Simulations : Load simulations from a previous performed simulations saved on a file.

3. Load Captures : Load logger captures from a previous performed capture saved on a file.

4. Add Interference... : Add sources of interferences to a simulation. The interference adder are
described in section E.2

5. Type : The type chooser. The types could be Simulation for performing simulations, From File for
reading captured logger text files, or Logger Captures for reading values directly from a DL141E.

6. Clear Captures : Removes all captures performed.

7. Save Simulations : Save all the simulations performed.

8. Save Captures : Save all the logger captures performed.
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Figure 57: Simulation Program: Logger Plotter Dialog - Simulation

9. Simulation : Choose which simulation that should be investigated. By choosing new a new
simulation is performed. When a simulation has been run it is possible to return to it and compare it
with other simulations.

10. Number of Sensors : Number of sensors connected to the simulated logger.

11. Send Packet Type : The Bluetooth packet type that should be used by the sender i.e. the logger in
the simulation.

12. Receive Packet Type : The Bluetooth packet type that should be used by the receiver, i.e. the
computer.

13. Simulation Time : Sets how long the simulation should continue.

14. Value Size [bits] : The size of each sampled value in bits. The DL141E’ ADC uses 14 bits, thus the
DL141E’s samples is of size 14 bits.
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15. Send Value Size [bits] : Sets the size necessary to send one sample. The DL141E uses from 16 up
to 56 bits for sending its 14 bit sample. To simulate the logger in text mode it is recommended to use
a 48 bits send value and for rawdata mode one should use 16 bits.

16. Simulated Baudrate : Sets the baudrate between the logger’s buffer and the Bluetooth module.

17. Distance : Sets the distance between the logger and the device that reads the logger. The distance
should be on the form: start:step:stop where start indicates the start distance, stop the final distance
and step the step that should be taken from start to stop distance. The different distanced are divided
equally in the simulation time. The distances are related to the packet loss probability at the specific
distances edited by the interference builder (described in section E.2)

18. Simulated Timeout : The timeout when the samples that the Bluetooth module has received is send,
even though the Bluetooth packet is not filled.

19. Sampling Frequency : The logger’s sampling frequency

20. Reading Intervals : Number of seconds between reading intervals.

21. Number of Samples: Number of samples each reading interval.

22. Sinus : Properties of the captured sinus signal.

23. Close : Closes the Plotter Settings dialog and make it possible to run or view a simulation.
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Figure 58: Simulation Program: Logger Plotter Dialog - From File

Figure 58 shows the Plotter Settings Dialog for reading a captured text file from a logger. A textfile like
this could be captured with e.g. Microsoft HyperTerminal and requires that the logger uses text mode. The
contents of the dialog in figure 58 are:

1. Clear Simulations : Removes all simulations performed.

2. Load Simulations : Load simulations from a previous performed simulations saved on a file.

3. Load Captures : Load logger captures from a previous performed capture saved on a file.

4. Load File : Loads a captured text file from a logger.

5. Type : The type chooser. The types could be Simulation for performing simulations, From File for
reading captured logger text files, or Logger Captures for reading values directly from a DL141E.

6. Clear Captures : Removes all captures performed.

7. Save Simulations : Save all the simulations performed.
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8. Save Captures : Save all the logger captures performed.

9. File Name : Displays the filename of the captured text file from a logger. The contents of this file
could then be shown in the logger plotter window shown in figure 56

10. Sampling Frequency : The sampling frequency used when capturing the textfile from the logger.

11. Reading Intervals : The sampling reading intervals used when capturing the text file from the
logger.

12. Close : Closes the Plotter Settings dialog and make it possible to run or view the captured textfile as
graphs. This button is not enabled until a file has been chosen.

Figure 59 shows the Plotter Settings Dialog for reading a logger directly via a bluetooth device connected
to a serial port in the computer. The contents of the dialog in figure 59 are:
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Figure 59: Simulation Program: Logger Plotter Dialog - From Logger

1. Clear Simulations : Removes all simulations performed.
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2. Load Simulations : Load simulations from a previous performed simulations saved on a file.

3. Load Captures : Load logger captures from a previous performed capture saved on a file.

4. Type : The type chooser. The types could be Simulation for performing simulations, From File for
reading captured logger text files, or Logger Captures for reading values directly from a DL141E.

5. Clear Captures : Removes all captures performed.

6. Save Simulations : Save all the simulations performed.

7. Save Captures : Save all the logger captures performed.

8. Serial Settings... : Opens the dialog to choose serial settings.

9. Logger Capture : Choose which logger capture that should be investigated. By choosing new a
new logger capture is performed. When the logger capture has been run it is possible to return to it
and compare it with other captures.

10. Sampling Frequency : The logger’s sampling frequency

11. Reading Intervals : Number of seconds between reading intervals.

12. Number of Samples: Number of samples each reading interval.

13. Recorded Intervals : An approximated value of how many reading intervals that should be recorded.

14. Close : Closes the Plotter Settings dialog and make it possible to start the logger capture.
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Figure 60: Simulation Program: Simulation Window after performed simulation

Figure 60 shows the Simulation Window after a performed simulation. The contents of the Simulation
Window are:

1. Show Plot : Shows the plot for the artificial sinus signal and the plot showing how the logger
reproduces it based on the simulation.

2. Speed changer : Change the speed of the signal animation.

3. Animate Plot : Animate the plot for the artificial sinus signal and the plot showing how the logger
reproduces it based on the simulation.

4. Current speed : Shows the current speed of the animator.

5. Show Data... : Shows throughput and maximum delay derived from the simulation.

6. Current Time : Shows the current time when performing an animation.

7. Plotter Settings : Displays the Logger Plotter Dialog shown in figure 57, 58 and 59.

8. PaI-Simulator... : Displays the window for performing PaI-Simulations. These simulations are
intended to be used for comparing packet losses in simulations and experiments. The PaI-Simulator
are described more thourough in section E.1.

9. Clear Plots : Clear all curves in the plots.

10. About... : Shows a window with information about the simulation program.
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11. Exit : Exits the simulation program.

12. Plot 1 : Shows the artificial original sinus signal if a simulation is performed, the values of a text file
if From File is chosen, and the values read from the logger if From Logger is chosen.

13. Plot 2 : Shows the simulated logger’s reproduction of the artificial sinus signal.
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E.1 PaI Simulator
The purpose with the Packet at Interval (PaI) simulator is to enable the user to perform simulations with
added sources of interferences and compare them with respect to diff-DPAF with Merlin traffic summaries
captured by experiments. Figure 61 shows the Initial window of PaI Simulator. Before any simulation
could be performed the simulations parameters must be set. The New Simulation button opens the dialog
for setting up simulation parameters (see figure 62) The contents of the PaI Simulator Dialog is:

Figure 61: Simulation Program: Initial PaI Simulator Window
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Figure 62: Simulation Program: PaI Simulator Dialog

1. Send Packet Type : The Bluetooth packet type that should be used by the sender.

2. Receive Packet Type : The Bluetooth packet type that should be used by the receiver.

3. Packet Generator Interval (in s) : The interval that the Bluetooth packets from the sender should
be generate with.

4. Simulation Start : Start time of the simulation.
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5. Simulation Stop : Stop time of the simulation.

6. Device distance : Distance between the Bluetooth devices.

7. Add Interference... : Add sources of interferences to a simulation. The interference adder are
described in section E.2

Figure 63 shows the PaI Simulator Window after a performed simulation and comparision with an
experiment.
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Figure 63: Simulation Program: PaI Simulator Window after Performed Simulation

1. New Simulation : Shows the PaI Simulation Dialog shown in figure 62.

2. File name : The filename of the Merlin trace file from an experiment that should be compared to
the trace file from the simulation.

3. Brows : Choose the Merlin trace file from a experiment that should be compared with the tracefile
from the simulation.

4. Simulate : Run the simulation.

5. diff-DPAF table : The diff-DPAF between the Merlin trace file from the experiment and the trace
file from the simulation.

6. Show Result : Shows the diff-DPAF table.

7. Close : Closes the PaI Simulator.
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E.2 Interference Adder
With the Interference Adder it is possible to add different sources of interference to the simulation.
Interferences can be added in three ways:

1. By adding a interference spectra.

2. By defining the packet loss probability at a specific Bluetooth channel.

3. By defining a packet loss probability at a specific distance.

All interferences are added by clicking on the plot or loading graphs from a file. Figure 64 shows the

4 5 6 7
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Figure 64: Simulation Program: Interference Adder - Interference from Spectra

Interference Adder Window for adding interference based on a interference spectra. The contents of the
Window is:

1. Clear Plott : Clears all added Interferences.

2. Probability : Change from spectra interference adder to probability interference adder.

3. Plott : The interferences, frequency and level.
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4. Interference type : Type of interference. Could be either spectra which add interference to the
Bluetooth channel, or Distance which add interference (equal for all channels) depending on the
distance between the Bluetooth devices.

5. Load... : Loads a curve.

6. Save... : Saves a curve.

7. Close : Closes the Interference adder.

Figure 65 shows the Interference Adder Window for adding interferences in form of packet loss probabilities
at specific Bluetooth channels. The contents of the Window in figure 65 is:
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7 8 9
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Figure 65: Simulation Program: Interference Adder - Interference at Channel

1. Clear Plott : Clears all added Interferences.

2. Spectra : Change from probability interference adder to spectra interference adder.

3. Use Spectra : Uses the packet loss probability calculated from the interferences added in the spectra
adder (see figure 64).
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4. Load Merlin Trace... : Load a Merlin Trace from an experiment and base the packet loss probability
from the DPAF in the Merlin Trace file.

5. Plott : The interferences, channel and packet loss probability.

6. Interference type : Type of interference. Could be either spectra which add interference to the
Bluetooth channel, or Distance which add interference (equal for all channels) depending on the
distance between the Bluetooth devices.

7. Load... : Loads a curve.

8. Save... : Saves a curve.

9. Close : Closes the Interference adder.

Figure 66 shows the Interference Adder Window for adding interferences in form of packet loss
probabilities when the Bluetooth devices are located at a specific distance from each other. The Interference

2
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1

Figure 66: Simulation Program: Interference Adder - Interference at Distance

at Distance adder could be used to change packet loss probability during a simulation. The contents of the
Window in figure 66 is:

Magnus Karlsson 100 12th April 2005



MODELLING AND EVALUATION OF A BLUETOOTH DATA LOGGER E SIMULATION PROGRAM MANUAL

1. Clear Plott : Clears all added Interferences.

2. Use Default : Use the default values from BlueHoc’s ferloss tables. Note, this table has different
packet loss probabilities for different Bluetooth packets which the other interference types do not.

3. Plott : The interferences, distance and packet loss probability.

4. Interference type : Type of interference. Could be either spectra which add interference to the
Bluetooth channel, or Distance which add interference (equal for all channels) depending on the
distance between the Bluetooth devices.

5. Max Distance : The maximum distance between the Bluetooth modules.

6. Load... : Loads a curve.

7. Save... : Saves a curve.

8. Close : Closes the Interference adder.
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F Text- vs. Rawdata Mode in Logger Reader Software
When a Logger reader program receives values from a logger each byte needs to be transformed to a float
value that could be treated in different ways depending on the purpose with the logger reader. In text mode
the received bytes are an ASCII code for the number and in rawdata mode each value is two bytes which
should be concatenated to a 16 byte value where the two first bits are set to zero. When using text mode
each sample could be one up to six bytes, separated by space. This means that one cannot know how much
memory needs to be allocated and if a received number is the first, second, third, forth, fifth or last in the
sample value. In the Java logger reader program associated with this thesis the proceeding of typecasting
for text mode is performed in the following way.

1. The received bytes are typecast to a java string.

2. The java string are split at the space, forming one string for each sample.

3. Each string are type casted to a double.

This procedure is easy programmed, but needs a lot of resources. In the first step a very large string object
is created, in the second as many string objects as there are samples are created, and finally in the third step
as many double objects that there are samples are created. To creates as many objects as this consumes a
lot of resources and memory. It could probably be done in a better way than this, but the advantage of using
rawdata mode makes it more interesting to focus on rawdata mode instead. To transform two received bytes
( � y and � t ) simply do: ���

� y�� - > �"����.V.i8	�9� � � t�� - > -"-	�V���
These simple bit operations are performed very fast by a computer. In figure 67 the execution time of both
strategies are compared with focus on milliseconds to typecast a certain number of samples for rawdata
mode and text mode. Figure 67 speaks for it self, the rawdata mode type casting is more than 200 times
faster then the text mode type casting. The tests were performed on a Linux computer with a 1700MHz
Intel Pentium 4 processor.
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Figure 67: Text- and Rawdata Mode in Logger Reader Software
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G Scheduling Algorithms for the DL141E Bluetooth Logger
BlueCenter/Industrial Development Centre, Olofström AB has developed a Bluetooth measurement value
logger - the DL141E. The DL141E are capable of collecting samples from up to eight channels, sampled at
up to 30kHz, and can store up to 256 000 samples in its buffer. The logger sends the values from its buffer to
e.g. a computer wireless via a Bluetooth channel. A today only point-to-point system configuration exists,
but in the future large systems with several DL141Es will be set up. Thus it is important to investigate
different approaches for constructing large systems with the DL141E.

The main task with this thesis is to investigate scheduling algorithms suitable for possible future system
with the DL141E Bluetooth measurement logger. The thesis continues the earlier performed master’s
thesis: Modelling and Evaluation of a Bluetooth Data Logger in the Presence of Interference Sources.
The investigation should focus on throughput and maximum delay of a sample based on simulations. The
simulations should be performed in Network Simulator 2 (NS2) with a Bluetooth extension (UCBT) and a
model constructed in the earlier thesis. The scheduling algorithms should be investigated for two different
cases:

1. A logger reader program collects values from multiple loggers. The investigation should focus on
which scheduling algorithm this reader program should use to read the loggers in the most effective
way. The work could use parts of a Java based simulation program constructed in the earlier thesis.

2. In a Bluetooth network on Bluetooth device acts as master and could be connected from one to seven
slaves. The order in which the slaves are polled needs to be decided by a scheduling algorithm. The
investigation should focus on which scheduling algorithm that is most suitable for the DL141E and
its systems.

The thesis should investigate classic scheduling algorithms, e.g. PRR (Pure Round Robin), ERR
(Exhaustive Round Robin), LRR (Limited Round Robin), and WRR (Weighted Round Robin), but also
a few other algorithms that are decided after a thorough literature study. The algorithms needs only to be
simulated, but it is of great importance that the chosen approach is implement able in the DL141E logger
with the available resources. The goal is to find the most appropriate scheduling algorithm that produces
the best result with respect to throughput, maximum delay, sensitiveness for sources of interference, and
that are implement able with the available resources.

Keywords : Bluetooth, Piconet, Scheduling Algorithms, Simulation, NS2, C++ and Java.

The investigations should be performed as a C-level 10 credits thesis suitable for two students who needs to
do a thesis in Computer science and/or telecommunications. The students should have good knowledge’s
in C++ and Java programming, knowledge’s in algorithms, implementation and evaluation of algorithms,
and basic knowledge’s about Bluetooth and telecommunications. Because the thesis is about simulating
different algorithm implementations it is important that the students can describe the simulation and result
thorough and clear in a report written in Swedish or English.
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H Simple Scatternet with the DL141E Bluetooth Logger
BlueCenter/Industrial Development Centre, Olofström AB have developed a Bluetooth measurement value
logger - the DL141E. The DL141E are capable of collecting samples from up to eight channels, sampled at
up to 30kHz, and can store up to 256 000 samples in its buffer. The logger sends the values from its buffer to
e.g. a computer wireless via a Bluetooth channel. Today only point-to-point system configuration exists, but
in the future large systems with several DL141Es will be set up. Thus it is important to investigate different
approaches for constructing large systems with the DL141E.

The main task of this thesis is to investigate, via simulations how one constructs scatternets suitable for
the DL141E logger. The thesis should continue the work performed in the master’s thesis Modelling
and Evaluation of a Bluetooth Data Logger in the Presence of Interference Sources performed earlier
at BlueCenter/IUC. The former thesis provides a simulation model for the DL141E logger by adopting
the simulation program Network Simulator 2 (NS2) with a Bluetooth extension (UCBT). Strategies for
scatternet with the DL141E logger should be derived based on the following:

� The types of scatternets that possible will be needed by BlueCenter/IUC’s customers.

� Investigation about what is possible with today’s DL141E design.

� Suitable routing protocol for the DL141E logger.

� Actions that needs to be taken when a logger in a scatternet are disconnected, i.e. fails or run out of
power.

� Additional tasks or solutions to problems that occur during the work.

The different scatternet strategies that are derived should be simulated and evaluated. The strategies
need only to be implemented in simulations, but it is of great importance that the chosen approach are
implement able in the DL141E logger with the available resources. The goal is to find a scatternet approach
that produces the best result with respect to throughput, maximum delay, sensitiveness for sources of
interference, and that are implement able with the available resources.

Keywords : Bluetooth, Scatternet, Simulation, NS2, C++ and Java.

The investigations should be performed as a C-level 10 credits thesis suitable for one or two students who
needs to do a thesis in Computer science and/or telecommunications. The students should have good
knowledge’s in C++ and Java programming, knowledge’s in algorithms, implementation and evaluation of
algorithms, and basic knowledge’s about Bluetooth and telecommunications. Because the thesis is about
simulating different scaternet configurations it is important that the students can describe the simulation and
result thorough and clear in a report.
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