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Today - concurrency is such an important topic that it could (and often do) fill up a course of it’s own.
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#include <pthread.h>
#include <stdio.h>

int loop = 10;
int count = 0;

void *hello(char *name) {
    for(int i = 0; i < loop; i++) {
        count++;
        printf("hello %s %d\n", name, count);
    }
}

int main() {
    pthread_t p1;
    pthread_create(&p1, NULL, hello, "A");
    pthread_join(p1, NULL);
    return 0;
}
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consistent with the program order of each thread.
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```c
int loop = 10;
int count = 0;

void *hello(void *) {
    for (int i = 0; i < loop; i++) {
        count++;
    }
}
```

```assembly
.L3:
    movl count(%rip), %eax
    addl $1, %eax
    movl %eax, count(%rip)
    addl $1, -4(%rbp)
    movl loop(%rip), %eax
    cmpl %eax, -4(%rbp)
    jl .L3
```
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- Write operations are performed in a total order.
- A process will immediately see its own store operations but,
- ... a read operation might *bypass* a write operation of another memory location.

*There are operations provided by the hardware that will give us better guarantees.*
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\[
\begin{align*}
& a = 1 \\
& \text{read } b \\
& 0 \\
& \text{read a} \\
& 0 \\
& b = 1
\end{align*}
\]
WARNING: the following sequence contains scenes that some viewers may find disturbing.

\[
\begin{array}{c}
P1 \\
\hline
a = 1 \\
\hline
\text{read b} \\
\hline
0 \\
\hline
1 \\
\hline
0 \\
\hline
b \\
\hline
\text{read a} \\
\hline
0 \\
\hline
b = 1 \\
\hline
P2
\end{array}
\]
WARNING: the following sequence contains scenes that some viewers may find disturbing.
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Threads in user space:
- + You can change scheduler.
- + Very fast task switching.
- - If the process is suspended, all threads are.
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Threads in kernel space:
- + One thread can suspend while other continue to execute.
- + A process can utilize multiple cores.
- - Thread scheduling requires trap to kernel.
- - No way to change scheduler for a process.

*Which approach is taken by GNU/Linux?*
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Compile and link with -pthread.
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Unlike fork(2), clone() allows the child process to share parts of its execution context with the calling process, such as the memory space, the table of file descriptors, and the table of signal handlers.

The system call clone() allows us to define how much should be shared:

- fork(): copy table of file descriptors, copy memory space and signal handlers i.e a perfect copy
- pthread_create(): share table of file descriptors and memory, copy signal handlers

Using clone() directly you can pick and choose of more than twenty parameters what the clone should share.
All threads have their own stack, the heap is shared.

```c
__thread int local = 42;
```
Thread Local Storage (TLS)

All threads have their own stack, the heap is shared.

Would it not be nice to have some *thread local storage*?
All threads have their own stack, the heap is shared.

Would it not be nice to have some *thread local storage*?

```c
__thread int local = 42;
```
__thread int local = 0;

int global = 1;

void *hello(void *name) {

    int stk = 2;
    int sum = local + global + stk;
}

TLS implementation

```c
__thread int local = 0;

int global = 1;

void *hello(void *name) {
    int stk = 2;
    int sum = local + global + stk;
}
```

```assembly
pushq %rbp
movq %rsp, %rbp
movq %rdi, -24(%rbp)
movl $2, -8(%rbp)
movl %fs:local@tpoff, %edx
movl global(%rip), %eax
addl %eax, %edx
movl -8(%rbp), %eax
addl %edx, %eax
movl %eax, -4(%rbp)
nop
popq %rbp
ret
$
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